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1 Introduction

1.1 Introduction

NVMS Lite is a newly integrated security management software released by our company, seamless access to all products of our company
and encoding devices of the famous manufacturers in the industry (like Hikvison, Dahua, etc.). With the powerful capability of video
surveillance management, real-time preview, record storage, record playback, record download, alarm linkage, decoding on TV Wall and
keyboard control are supported. Due to its small, exquisite, flexible and diverse deployments, NVMS Lite can meet various demands of
small-sized projects and can be widely used in the video surveillance of industrial park, education, banking, chain stores, buildings and

Video Cable I ==
Network Cable PC
I LAN
Decoder

Smart Perimeter

transportation.

Smart Face
Recognition

Security

Surveillance Alert

vy

Face Face Perimeter Alert
IPC/NVR/DVR Recognition Recognition IPC(People/Motor
IPC/NVR/ Server Terminal Vehicle/Non-motor
Vehicle)

1.2 Software Architecture
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1.3 System Components

1.3.1 System

Control Center

Client +Service IP-SAN
(" Front-end Access ) (" Background Monitor )

Camera i n’ Decoder Client
Client * =
IpC = | —ﬂﬁ l
| |
€ o 4| :
pVR|NVR

- -

swifch swich

1.3.2 Front-end Access

®  Front-end devices include IPC, DVR and NVR.

®  You need to connect monitor devices such as IPC, DVR and NVR to internet through hubs or routers accessed by Cat5 or Catbe
cables (less than 100 meters) or optical fiber.

®  Run monitor client through local PC to configure the local video monitor, monitor devices and so on.

1.3.3 Background Monitor

®  Background monitors include TV Wall Client, Configuration Management Center and Monitor Client.

®  You can set up the real-time image of display devices, these display devices including TV-Wall (decoding images to show on the
TV-Wall through video decoder), digital display screen and so on.

®  Run monitor client through local PC to view, playback and remotely configure and manage the real-time video of front-end monitor

2



devices.

1.3.4 Control Center

In the control center, NVMS lite realizes various services, such as, video transmission, recording, decoding on TV wall, etc.
In the control center, add IP-SAN storage array to realize centralized storage.
In the control center, connect servers and IP-SAN storage array to internet through switches.

Please set up IP addresses in accordance with the actual situation.

Note: If servers are installed in the same PC, these servers shall have the same IP address.

1.4 \ersion

\ersion Max signal access

NVMS lite 256-ch video signals




2 Configuration Requirement

2.1 Software and Hardware Configuration Requirement

NVMS Recommendation for hardware Recommendation for software

components configuration configuration

Inter(R) Core(TM) i5 7500 3.0GHz or
. above /16GB memory /1T SATA/
Server/Monitor o ) ) )
1 _— Gigabit NIC or AMD HD6570 or Windows 10 Professional/Ultimate As needed
ien
above, 512MB GDDRS5 or
above/500GB SATA/ Gigabit NIC

Note: Face recognition IPC configuration: the application scenes should be set as “Security Monitoring”, or the snapshot interval should
be set more than 1s.
When all IPCs added to the platform perform face detection or comparison, the number of the captured pictures reported to the

platform should not exceed 1,000 per minute.

The recommended 64-bit hardware configurations are as follows.

NVMS Recommendation for hardware Recommendation for software NIy
umber

components configuration configuration

Inter(R) Core(TM) i5 7500 3.0GHz
or above /16GB DDR3/Intel HD

) Graphics 530 2GB or above/ ) )
Monitor Professional/Ultimate
1 NVIDIA GeForce GTX 1060 6GB As needed
Client-64bit Windows 10
or above , ( multi-screen : 2GB
GDDRS5 memory ) /500GB

SATA/Gigabit NIC

Windows 7 SP1 64bit

Professional/Ultimate/Home 64bit

2.2 Requirement for Firewall

In order to ensure the network security, it is necessary for the system to set up firewall. All monitor ports shall be opened in the installed

servers. The open ports are as follows:

Server Port Type Port

Authentication Server Internal Port 6003
Configuration Server Internal Port 7002
Internal Port 6006

Media Transfer Server
Auto Report Port 2009

Storage Server
. . Internal Port 6009
(windows version /IP-SAN)

Alarm Server Internal Port 6033




Server Port Type Port

Intelligent Server Internal Port 6069

TV Wall Server Internal Port 6036

Note: The above-mentioned ports are the default internal ports of servers. If all these ports are modified, these open ports shall be modified

accordingly in the firewall configuration.

2.3 Checking Installation Environment

Item Checkup Standard

Hardware Check whether the hardware meets the standard required. (including CPU, memory, HDD, etc.)

—— Check whether the software meets the standard required. (including the type and version of the operation
system, NVMS version, etc.)

Front-end device Check whether the device access is normal.

Firewall setup Check whether those open ports of firewall meet the standard required.

Network Check whether the networks of front-end devices and center equipments are normal.

TCP/IP config Check whether the settings of IP address, subnet mask, gateway and DNS correct.

2.4 Configuring Server IP Address

The IP address of the server (computer) is the IP address of the platform. Please make sure the platform and other devices are connected to
WAN/LAN. It is recommended that the platform and the devices that are about to be added to the platform are in the same local network
segment. How to set the server IP address?

1.  Connect the network cable to the server, power on and start the server.

i
2. Click at the lower right corner of the computer desktop and then click “Open Network and Sharing Center” as shown below.

* = . =
g'gjv :&: v Control Panel » All Control Panel lterns » MNetwork and Sharing Center

File Edit View Tools Help

Control Panel Home " . . i .
View your basic network information and set up connections

Change adapter settings :* E q See full map
f;:l:gg‘: advances shaim ADMIN-PC Network 12 Internet
(This computer)
View your active networks Connect or disconnect
& Network 12 Access type: Internet
Public network Connections: ",';ILc:caI Area Connection 3 I

Change your networking settings

éﬁ;. Set up a new connection or network
=

Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

3. Click “Local Area Connection x” = “Properties”.
4.  Select IPv6 or IPv4 according to the actual network environment. Here we take IPv4 as an example. Then click “Properties” of IPv4.




General . Networking

Connect using:

Connection .
IPv4 Connectivity: Internet ,5‘.‘3 Reatek PCle GBE Famiy Controller ‘
IPv& Connectivity: MNo Internet access _: :
Media State N Enabled e
Ne ' i This connection uses the following tems:
Duration: 14 days 04: 5446 :
i YlUU i % Cliert for Microsoft Networks
R s =105 Packet Scheduler
Bk E,'. File and Printer Sharing for Microsoft Networks
-4 |ntemet Protocol Version 6 (TCP/IPwvE)
P8 Intemet Protocol Version 4 (TCP/IPwd)
& Link-Layer Topology Discovery Mapper |/% Driver
Activity i link-Layer Topology Discovery Responder
Sent e— %p ——  Received , :
o Install.... Uninstall i
Bytes: 2,125,192 | 9,285,794 Description

Transmission Control Protocol/Intemet Pratocol. The default
wide area network protocol that provides communication

I[ @Pmpaﬁesi[ @'Disab&e ” TR ] across diverse interconnected networks.

X ok [ Concs

5. Select “Use the following IP address” and then configure the IP address, default gateway and DNS server addresses according to the

actual network environment. After that, click “OK” to save the settings.

Internet Protocol Version 4

| General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
@) Use the following IP address:

IF address:
Subnet mask: 255,355, 0 .0

Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:
Preferred DNS server: .85 ¢ 5 .5

Alternate DS server: 223.6 .6 . 6

[ validate settings upon exit




3.1 Install the software

1) Double click “NVMS server.exe”. Select the Ul language as needed.

Install and Uninstall the Software

Select the language for the installation from the choices below.

T

| English [United States)

)

(]S

][ Cancel ]

2)  Atip will pop up to suggest you to close the antivirus software. If no prompt window appears, please skip this step.

.tip

r

x|

It is suggested that the 360tray.exe be closed first and then continue!

Ok |

3)  Click “I accept the terms of the license agreement” and then click [Next].

4)  Click [Browse] to select the installation location and then click [Next].

5)  Check “Launch Software” as needed and then click [Finish]”.




InstaliShield Wizard Complate

o Edition. Click Finith to

s -
Instal |5y «Pack Finish. Concal

3.2 Uninstall Software

If the new version needs to be installed or there is no need to use this software, this software can be uninstalled. It is strongly
recommended to back up the configuration data before installing the new version of NVMS.
Click “Start” = All Programs—=> NVMS Server->Uninstall to pop up the following wizard. Click “Yes” to confirm.

— =
NVMS Lite Edition - InstallShield Wizard ==

|

| This operation will delete NVMS Lite Edition from your computer, Continue?

Yes || Mo

Select whether to delete the database or intelligent analysis data as needed. Then clicking the “Finish” button ends the uninstallation.

B

NVMS Server - InstallShield Wizard

Database Options

Instal[Shicld <Back H bext> | cancel ]




4 Login

4.1 Run Servers

Before logging onto the client, please ensure all servers are working normally. Having been installed successfully for the first time, the
server tray will minimize on the taskbar of the computer. Double click the server tray icon to pop up the server tray interface. You can also
right click the server tray icon and select “Display main interface” to pop up the server tray interface as shown below.

Server Status Port Configure

Management Server Running Stop 6003/7001 Configure

Configuration Server Running Stop 7002 Apply

Stop All

Transfer Server Running Stop 6006/2009 Configure

Storage Server Running Stop 6009 Apply

Reboot All

Alarm Server Running Stop 6033 Apply

1020527 TV Wall Server Running Stop 6036 Apply

VVVVVVYVY

Intelligent Analysis Server Running Stop 6069 Apply

System Time

Total running time:
0(dho(h)1(m)3(s)

Quit

— |
ﬁ Display main interface

The working status and port can be viewed from the server tray. All servers can be stopped and restarted. Additionally, all server ports can
be modified as needed. Click the corresponding port number to modify it and the modified port can be saved automatically after you move
your mouse to another place.

Please set up according to the actual network.

4.2 Login

Double click the shortcut icon of “Monitor Client” to run the software as shown below.

User Name‘ admin 4 ‘

Password ‘ sssene ‘

[ Remember Password M Auto Login

@  Enter username and password (the default username is admin; the default password is 123456).

9



Check “Remember Password” or “Auto Login” as needed.
@  Click [Login].

If you forget the password, please click “Reset password”. Then a small window will appear. You can reset the password by answering the

pre-defined questions.

Create Security Questions / Answers

J Create Security Questions / Answers |

Question: l v ]
Answer: | |
Question: l v ]
Answer: | I
Question: l v ]
Answer: | |

If this is the first time for you to log in, please create security questions and answers. It is important that you remember the answers for
these questions or you will not be to reset your password and be locked out.
After you log in, a record partition setting box will pop up. Please select the desired record storage location. Then click [OK] to save the

settings.

Record Partition Setting

¥ D 1183.01GB | 118.17GB

(] E 182.74GB  127.72GB

4.3 Main Menu Interface Introduction

10



Resource Management Storage Playback TV Wall Management  Record Setting

Alarm Center

View System Help — O X

Video Preview

Viden Preview  Alarm Preview

E-Map Monitoring

Storage Playback

Recard Playback By Time Slice By Event
By Tag Record Backup  Search Picture

Record Setting | Schedule Setting

E-Map

E-Map Setting

TV Wall Management

TV Wall Setting | TV Wall View

TV Wall Task Settings

TV Wall System Setting

Resource Management

Add, Edit or Delete Device  Device Setting

Area Setting  Channel Group Setting

€9

People Management

People Management | Sync Records

Visitor Record | Task

©

User and Permission

’

[
i

Alarm Center

Alarm Log Search | Alarm Linkage Settings Q Vehicle Monitoring | Vehicle Management
Schedule Setting _Manual Alarm Out Integrated Search _ System Settings

Parking Lot Management

I . User Management
!«i Permission Management
) Device Alarm & Motion Detection & Sensor Alarm & Offline Alarm
Alarm Tima Alarm Source
2021-08-23 18:33:55 P02
2021-08-23 18:33:52 P02
2021-08-23 18:33:43 1P02
2021-08-23 18:33:17 1PO2

4]

Alarm Type

Server Alarm 68 Alarm Task SOP Filter

~  Storage Playhack

Maonitoring Point-Motion Detection

Manitaring Point-Motion Detection

Maonitoring Point-Motion Detection

Monitoring Point-Motion Detection

5

Device Playback:

Unhandled:17

Storage Snapshot  Device Capture Narmﬂ

There are five parts in the main menu interface. The descriptions of each part are as shown below.

Menu Bar

Description Description
1 Menu Bar 4 Status Bar
2 Tab Bar 5 Alarm Information Bar
3 Functional Areas
Tab Bar
Menu ‘ Description
View “Video preview”, “Edit video preview”, “Change to home page”.

Including “Video preview”, “Record Playback”, “E-Map”, “TV Wall Management”, Resource

System Management”, “Account and Permission”, “Alarm Center” “Operation and Maintenance Management”,
“Face Surveillance”, “Target Counting”, etc.
Help Including “User Manual”, “Register license” and “About NVMS”

Functional area

Menu

Video preview

Description

To view live images and to record, snapshot and talk, etc.

Record
Playback

To remotely play the local records or back up records.
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E-Map To manage and display maps, hot spots, etc.
TV Wall To set TV wall and decoding videos on TV Walls
Management
REOIES To add, modify or delete areas, devices or servers.
Management
People To manage people and assign the access permission
Management
Accou.nt .alnd To add, modify or delete user account and set permissions for these accounts.
Permission

Alarm Center

To set alarm linkage and schedule; To search alarm logs.

Face

Surveillance

To recognize, compare or search face.

Target Counting

To monitor and analyze people/vehicle flow in real time

Operation and
Maintenance
Management

To search, export and maintain logs.

Local

Configuration

To set record path, snapshot path, system startup and maintenance, overload and alarm view.

Selection

Functional

To select common functions displayed on the home page.

Other buttons:

Description

Click it to hide the interface.

Click it to zoom in or out the interface.

Click to exit the software.

Click it to add the video preview page.

L [Hfix o]

When the tab pages exceed the applicable numbers, this icon will display. Click it to view the hidden

tabs.

Common buttons:

Button ‘

Description

Click it to edit the item.

AN

Click it to delete the item.

Check the camera and then click it to select

Check the camera and then click it to remove

Click it to add all cameras

<

ARV AR A B V]

Click it to remove all selected cameras




5 Device Management

5.1 Add Encoding Device

In the main menu interface, click “Add, Edit or Delete Device” to go to the following interface as shown below.

Add, Edit or Delete Device | Device Setting  Area Sefting  Channel Group Setting

Select Transfer Server Select Storage Server J Upg

Add Encoding Device
Intelligent Analysis Server (Online/Toty - i
Starage Server (Online/Total number:1 Quickly Add Manually Add  Initiatively Report  unsold proactive reparting device Device Quantity:62 m
Media Transfer Server (Online/Total n i Dedg Name 1P Address Mqéﬂrl?t}ddress Port Subnet Mask Protocol Version 1
Alarm Server (Online/Total number:1/: .
TV Wall Server (Online/Total number:] O IPC 10.20.23 212 M 5008 255.255.0.0 Standard Device 5.0.1.0 00:18:
2] & eries 10.20.18.119 E/J 3008 255.255.0.0 Standard Device  5.0.1.0 00:18:
a 12mp 10.10.10.40 E/J an0a 255.255.0.0 Standard Device  5.0.1.0 00:18:
O JUPE 10.20.18.124 E/_J 3008 255.255.0.0 Standard Device  5.0.1.0 10:18:
0 IPC 10.20.1.88 lz 9008 255.255.0.0 Standard Device 4.2.1.0 00:18:
(] Vantage 10.20.18.213 [/J 008 255.255.0.0 Standard Device 4.2.1.0 00:18:
O 28mm #1 10201913 @ 3008 255.255.0.0 Standard Device  5.0.1.0 00:18:
0 IPC 192.168.1.88 m 2008 255.255.255.0  Standard Device  5.0.1.0 00:18:
£ >
Select Transfer Server | Transfer Sepver R ] Select Storage Server | Storage Server ~
Select Area | (3 default area v Creat [ Automatically Link Area
Default password

Then click “Add” to add devices. You can add multiply devices in this interface, such as face detection IPC, face recognition IPC/NVR,
face recognition terminal, perimeter alert IPC, ANPR camera, etc.

Select Transfer Server: there is a default transfer server. Click Home—>Resource Management->Add, Edit or Delete Device->Media
Transfer Server to view the online status of the default transfer server or modify its name.

Select Storage Server: there is a default storage server. Click Home->Resource Management->Add, Edit or Delete Device—> Storage

Server to view the online status of the default storage server or modify its name and record partition.

5.1.1 Quickly Add

Click [Refresh] to quickly search devices in the same local network as shown below. Check the device and allocate the transfer server,
storage server, area for it. After that, click [OK].
Click “Default password” to set the default username and password of the devices from different manufacturers, such as Hikvision, Dahua,
etc. The default username of the standard device is “admin and the default password of the standard device is “123456”.

Note:

* The default media transfer server and storage server can be selected when adding devices. Users can also create new media
transfer server and storage server in advance (see Add Media Transfer Server and Add Storage Server).

* Area must be set up before adding devices. Click [Add Area] to create an area (See Area Setting).

5.1.2 Manually Add
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Add Encoding Device

Quickly Add | Manually Add | Initiatively Report Unbound Auto Report Device

I Address R 8 < 5 3 ad sssoee

Select Transfer Server | Transfer Server e Select Storage Server | Slorage Server w
Select Area [ @ defaull area W BRI O Automatically tink Area

(@  Enter IP address/IP range/domain name, username and password and choose protocol type.
@  Click [Test] to test whether the device is connected successfully or not.

(®  Select transfer server, storage server and area and then click [OK].
Devices can be added in batch by adding IP range.

If “URL" is selected, you shall add the device via RTSP protocol. Enter the URL, username and password of the device and then click
[Test] to test whether the device is connected successfully or not.

Add Encoding Device

Quickly Add Manually Add Initiatively Report Unbound Auto Report Device

URL:RTSP://192.168.226.201:554/profilel RTSP _-- _|m]|_ |

<

Select Transfer Server I Transfer Server v ] Select Storage Server [ Storage Server W l

Select Area I () default area v ]

How to get URL?

Here we take the IPC of our company for example. Log in to the web client of the IPC and then go to “Config”> “Network”-> “RTSP”
interface to configure RTSP.

The default RTSP port is 554 and the URL format is “rtsp://IP or domain name:port/profile1”. For example:
rtsp://192.168.1.1:554/profilel. Profilelstands for main stream; profile2 stands for sub stream; profile3 stands for the third stream.

The URL of the device of other companies, please get the URL from its web client or the third-party tools (like ODM).

5.1.3 Initiatively Report

Select the “Initiatively Report” Tab to see the following interface.
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wadd  Manually Add  Initiashely Report tovice . Y ‘(__. R

transfer server

(@  Enter the device ID set in the DVR/NVR or IP camera and choose the protocol.

If the DVR/NVR is needed to add, please go to Network->Platform Access interface of the DVR/NVR. Check “Enable”, enter the IP
address and port (default 2009) of the NVMS and then set the device number of the DVR/NVR.
If the IP camera is needed to add, please go to Network Configuration->Server Configuration of the IP camera. Check “Do you want

IPcamera to connect Server”, enter the IP address and port (default 2009) of the NVMS and then set the device number of the IP

Select the transfer server, storage server, area and then click [OK].

5.1.4 Quickly Add Auto Report Device

For the auto report devices, you can go to the “Unbound Auto Report Device” interface to add them quickly.

Note: please fill out the auto report information in the NVR/IPC in advance and then the device information can be searched in the

“Unbound Auto Report Device” interface.

Quickly Add ~ Manually Add  Initiatively Report | unbound Auto Report Device Device Quantity:62
[] De'vic; Na..  Serial No. Protocol  Select Tran...
0 1 1 Standard D... Transfer Se...
Select Transfer Server | Transfer Server v | Select Storage Server \ Storage Server v \
Select Area | (2 default area v | [ Automatically Link Area

5.2 Modify or Delete Device

After devices are added successfully, they will be listed as below.
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Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Decoder (Online/Total number:1/1) - Edi

ntefigeat Analysts Sever{Oniing/Tobl @ @ 1P Camera0l  Standard ... 1 1 1 192.168.250.105 9008
Storage Server (Online/Total number:1 —

Boh Tearihis Sy O lurrotal h 1 0 “ e 1 0 o 1921682507 9008
Mo Senver fnbiefictsrumberilss| (4 IP Camera  Standard ... 1 1 1 192.168.250.34 9008
TV Wall Server (Online/Total number:2 | = = 5 = - = 5 = T T

The device channel number, alarm status, online status and record status can be viewed from the above table. Click B to modify the
device information; select the device and click [Delete] to delete it.

5.3 Batch Import/Export

You can import multiple encoding devices (NVR/IPC) in different local network at a time. The setting steps are as follows:

1. Create an Excel file and then edit the device information as follows. Please copy the text of the first line.

A B C | D E
ip port protocol userName password

192. 168. 226. 201 9008 ipe admin 123456

Protocol: four protocols can be used here, including “ipc”, “standard device”, “NVR” and “TVT".

“« ”»

2. Savethefileas “cvs” or “xlsx” .

3. Click Home->Resource Management->Add, Edit or Delete Device. Then click [Import] to import the file.

| Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Device Type

Decoder (Online/Total number:1/1)

Intelligent Analysis Server (Online/Tots
Sinrana Server (Nnline Mntal h

192.168.250.

Export encoding devices: check the device you want to export and then click [Export] to export the device list.

5.4 Device Upgrade

In the “Add, Edit or Delete Device” interface, check the devices you want to upgrade and then click [Upgrade]. Select the upgrade type as

needed.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting

Export

Device Type ) Select Storage Server | Upgrade _f| Import

Batch Upgrade for IPC

Decoder (Online/Total number:1/1) Batch Upgrade for NVR/DVR

/ In n1 C4 . .| L1 1 Ll

Intelligent Analysis Server (Online/Tots

Note: When multiple devices are upgraded simultaneously, the selected devices must be the same series.
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5.5 Device Setting

Go to Home->Device Setting interface as shown below. In this interface, the parameters of the device can be set up.

Add, Edit or Delete Device Device Setting | Area Setting  Channel Group Setting

G50 Selting Image Setting Stream Setting Mation Detection Mation Alarm Linkage Exception Privacy Mask Setting ROT Setting Foctsing Setting Presel Setting | ¢ Ib

B 1 Default area
B 8 AZH-2MP-20-210
2 BIPC
= [PC

Maonitaring Paint Name | AJH-2MP-20-210

8 show OSD Name Horizontal Position 5 Vertical Position | 100
8 Show Timestamp Horizontal Position 6600 Verfical Position | 100

Different devices have different menus. Please configure the device according to the corresponding user manual.

5.6 Area Setting

Go to Home—> Area Setting interface as shown below.

Parent Area | () default area \'% |

Add, Edit or Delete Device Device Setting | Area Setting : Channel Group Setting

Area Name [ next ]

Click [Add] to go to Area adding interface. Enter area name to create parent area. Then click [OK] to save the settings. To create sub area,

—~
o

1§

click [Add], choose the parent area, enter the area name and click [OK].
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6 People Management

6.1 People Management

6.1.1 Add Group

You can add group for four libraries—Person list, VIP list, Visitor list and Blacklist.

®  Add the parent group
Go to Home—>People Management->People Management->Person List.

People Management Sync Records Visitor Record Task
| Person List VIP List Visitor List BlackList

searc Q

W Default Group

oD

Right click on the blank of the person list column and then the “Add” button will appear. Click it to add the group name.

®  Add the sub group:
Put the cursor on the parent group name and then you will see the follow buttons. Click “+” to add the sub group name.

| People Management ‘ Sync Records

‘ Person List i VIP List Visitor List

Person List

Default Group

+4iL

Click to bind the camera.

Bind the camera to the group: Add the people images of the group to the face database of the binding camera. When the person whose
picture has transferred to the face database of the binding camera appears in the detection area, the face comparison result will be sent to

the platform.
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Autharization binding

4 [ default area

1P Camera0

{

g,d [ default area

O 1P Camera01

In the people management interface, click “Sync Records” ->”People” or “Device” to view the synchronization status.

People Management | Sync Records ‘ Visitor Record Task

Search

Default Group

2 AY

M

J IP Camera01

J Device Name

Status | All

Device Name | All ~ I

Default Group

Default Group

6.1.2 Add Target

You can add targets for four libraries-- people, VIP, Visitor and Blacklist.

®  Add target one by one

Select the group name and then click [Add] to add the target information

Person List

People Managemenl

WIP List

Visitor Record

Rlacklist

Task

Birthday:  02-01

Narme: P Birthday: Iml emale Work type:

Gender: [Male—\/| Counlry: lil Telephone:

Provines [ | ity [ | owd ono

Work type: | | Waork 1D: - | | 4 i) &
D Type: [ IDCard ~ | Teleph | |

D NO: [ |

Remark: |

The default is the device bound to the target distribution Group [Default Group]

-+

Click Add and select the face image saved in the local PC. Then fill out the corresponding information and click [OK] to save.

Note: the resolution of the face image shall be less than 3840*3840.
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If the target is added to the group of the VIP, register date and VIP level shall be fill in.

®  Batch Import
In the above interface, click [Export template] to export an Excel template and then fill out the corresponding information in the table as
shown below.

After that, create a file named “Image” and then put the face images under this file.

A B [ = D E ¥ G H | 4 K L M N (v} P

L.The marked red item is reguired;

2.When entering the phone number and certificate number, please add ; for example, 13500000000 is written as '13500000000;
3.The date format is 2020.01.01;

4.The certificate number shall not exceed 20 digits;

5.The VP level is general, medium and high:
Neme  BithDate Gender  IDType IDNO Counlry  Province City Telephone Remark  VIP Level  Registration Date Department Type of work Staff Number Picture address
Helen 7070.08-05 Femals  IDCard 123 China  Sichuan  Chengdu =~ 13500000000 High 1070-08-05 g angineer f o Halan jog
David  2020-08-05  Male DCard 12 China  Sichusn  Chengdu 13500000000 High 2020-08-05 i engineer 12222 David.jog

Put the image file and the personal information file into the same directory.
Click [Import]>[ Excel Import]

People Management Sync Records Visitor Record Task
Person List VIP List Visitor List BlackList

:
Clear All Targets Change group Export template mea

Q

W Default Group Select current Page Reversely select J=IE

Batch |mport |

File import

Click [Import] and then select “Batch import” to import face pictures in bulk, but the target information must be modified manually.

Click [Import] and then select “File import”. You can select whether to search the sub folder.

Search Subfolders: choose a folder including multiple subfolders and then all pictures in the folder and its subfolders will be imported.

Not Search Subfolders: the pictures in the folder will be imported, but the pictures in the subfolders will not be imported.

»  Convert images to an Excel

Multiple images also can be converted to an Excel. Then click “Excel Import” to add targets. The setting steps are as follows.

1. Name the face images (like David_Male_1989-01-03_Engineer_Groupl), separating each field with “_”.

2. Clicking on displays an image conversion box. Click to select the desired images.

3. Click @ respectively to set the image naming rules and content of the header.

Image conversion tool X

Image list | |
Image naming rules | | @]
Content of the header | | @

*f.onerate Fyral tor imninrt Cancel
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1. The naming sequence of each image selected must be the same. Please select the image naming rules in accordance with the

Note:

sequential order of the name of the image.
2. The content of the header must contain those items of the image name and can be selected in any order.
3. The content of the header must contain name and group (face database), which can be entered in the image name in advance and also

can be edited in the exported Excel.

Modify or Delete Target

Name: J Birthday: 02-01
| Gender:  Female Work type:
:- Work 1D: Telephone:
ID Type: 1D Card ID NO: Modify Delete
@ Group: Default Group @ @ &

Click "i" to bind the camera. After you bind the camera, the face image will be added to the face database of the camera.

Click to view the target list as shown below.

Delete Add Clear All Targets Change group Export template BAre Q

0 Edit Mame  Birthday  Gender IDType  IDNO  Country  FProvince City Group  Worktype  WorkID  Telephone  Operation
0 E/J J 2021-02-01  Female 10 Card Default G... @n
0 E’J M 2021-02-01  Female 10 Card Default G... I_IM
(0] E/J AY 2021-02-01  Female 1D Card Default G... ﬂ-ll_l

Click “Custom” to customize the target display information.
Click “Change group” to change the group.

6.2 Sync Records

Click Home->People Management->Sync Records to go to the following interface.
You can view the sync records or bind the camera to the group or people.

»  Binding the group to the device

Put the cursor on the group name and then will be shown. Click it to bind the camera.
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People Management ‘ Sync Records Visitor Record Task

People o Access Point(6) Device Name | All

Target Permission

Person List -~
2 AY
2 4 [ default area
- LM .
Device Name
[J IP Camera01
[J 1P Camera02
Dirc
( S > < >

»  Binding the person to the device

Select the person’s name and then click “Synchronize to”. This will bring a window as follow. Select the camera and then click “OK”.

This personal information will be synchronized to the selected camera.

¥ L

Person List A
s Person permissions

s e
2 Ay

I | . O oerault ares 4/ B default area
(1P Camera02 [ Davice Name -
[ 1rc 1P Camera0l

<

VIP List

Visitor List

Black List

TR

»  Binding the device to the group or person
Click the “Device” tag, select the device and then click “Synchronize to”. Select the group or person in the pop-up window.
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People Management | Sync Records | wisitor Record Task

T oo [ e —

5 () default area
@1

Device Name
(2 [P Camera0l
5 IP Camerad?
& Irc

o I & ==

T

When the device is offline, the target synchronized to it cannot be deleted. Then you can go to the Sync Records interface to delete the

synchronization records and then delete the target.

People Management Sync Records Visitor Record Task
People Access Point(2) Device Name | All hd l Status | /

- |
Searchy Q ] J IP Camera01 Default Group Failure m
=- [l Default Group —

2 AY O J Device Name Default Group Success “M

6.3 Task Management

Set the face capture source, schedule and applicable scenario.

People Management  Sync Records  Visitor Record | Task

Floase clear the data if you change the settings, otherwise the smart site's data wiil be wrong _ n

&/T :
() 1 (Onfine/Total numbes:. .
B Device Name_ [P Camera...
B Dovice Name_IP Camera...

T Face Surveillance Face Greeting,Face Attenda... v Entrance

Face Capture by IPC: it is applicable to the face detection camera.

Face Match by IPC: it is applicable to the face recognition camera.

Note: Face recognition NVR, Temperature Reading Panel, Thermal network camera and IPC without face detection function cannot set
task here.

More parameters about face comparison can be set by clicking [Setup].
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Similarity
Similarity(%)

|75

Intelligent Server Setting

[ Enable face detection of the face recognition IPC

Intelligent Server

Send Captured Pictures to FTP
[0 Enable FTP

FTP Server Address |

FTP Server Port | 21

FTP File Path | /

O Anonymous

User Name | ‘ Password ‘ ‘

Similarity: Set the similarity of the face comparison.

Intelligent Server Setting: please check “Enable face detection of the face recognition IPC” as needed.

If checked, the intelligent server will get all face capture pictures of the IPC after you configure face comparison parameters and set the

schedule for the IPC. All these face snapshots can be searched in the Search interface (Home->Face Surveillance->Search).

If unchecked, the intelligent server will only get the matched face snapshots after you configure face comparison parameters and set the

schedule for the IPC. Only the face snapshots successfully matched with the face database can be searched in the Search interface

(Home->Face Surveillance-> Search).

FTP Settings: Send the captured pictures to FTP. Please set the corresponding parameters according to your FTP server.
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7 Face Surveillance

Before using intelligent functions, please confirm the default intelligent analysis server is online.
Go to Home->Resource Management->Intelligent Analysis Server. There is a default intelligent analysis server. Please make sure the

server is online.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Device Type - Server Name 1P Address Port Client Connection Status Authentication Server Connection Status Edit

Encoding Device (Online/Total numbe Intelligent Server 10.20.52.7 6069 Online Online C/J
Decoder (Online/Total number:1/1)

Intelligent Analysis Server (Online/Tote
Storage Server (Online/Total number:]
Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/
TV Wall Server (Online/Total number:1

7.1 Face Surveillance Settings

If it is the first use of face surveillance function, please configure it in the following order.

Create a group - Add targets to the group = Set task 2 Real-time View - Search faces

1.  Create a group, add targets to the group and set Task. Please refer to chapter 6 People Management for details.
2. For the added NVR with face recognition function please set the face comparison parameters by entering Resource
Management-> Device Setting interface. Refer to the following interface.

Add, Edit or Delete Device | Davice Setting Area Sefting  Channel Group Setting

Encoding W Image Setting Stream Setting Mation Detection Mation Alarm Linkage Exception Detaction Freset Setting Cruise Setting Davice Lecal Record Face Comparison 4k

Schedube | Mx7 VI |Eﬂ5[rdnqer Schedule | 27 e

= @ Device Name
B [P Camerall?
B [POL

£ [P Camera

& [P Camera

& [P Camera0l

£ P Camera02

[

| IPC

B RS )

20211 .19.10.20... |

woEEooE

T

| [

Please select “Successful Recognition” or “Stranger” as needed and then set the schedule separately. After that, check the group and set the
similarity. Finally, save the settings by clicking [Apply].

If the face comparison settings cannot be set according to the above-mentioned way, you can log in the web client of the NVR and then
configure face recognition to realize the auto report of the face match result as shown below.
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Camera Name PC2333
Face Recognition LPR
Live Display Playback Search and Backup Intelligent Analysis Function Panel Detection Detection Recogn|
o Function Panel » Face Recognition Face Database 4 Plate Database 4
Event Notification k)
_ . i i —=rm | Enable M Successful Recognition [ Stranger
: = " . Parameter Settings Successful Recognition Stranger
| Face Recognition LPR .
Detection €] i Detection Hevagnition Face Group [
e P Dt S e NG .6 erasne |
snable <2 Sucesstl RecogpiiaR U Stranger I T —
P Sy ful R iti St
2 bl i ek ranger [J Enable alarm output pulse(Access Control)
Face Craup Similarity (%) - [ Trigger General REGVCN Configure A
m [ Push ‘ 1PC2333

Additionally, please make sure the face detection function is enabled for the Al IPC (click Device Setting—>Face Detection).

L default area
Gl
&% De

B [P Cameral2
- (P01

1P Camera

IP Camera

1P Camera0l

1P Camera02
PC

IPC

frlkifsE )

3 3D D

ERN: ]

tling Area Setling Channel Group S

| Stream Setting Motion Detection Mation Alarm Linkage Exception Detection

Prosel Selting €

Setting

Hold Time {5} 20 v

Save source information | ON ~
Save face information | ON b
Snapshot Interval e
Snapshot number

Face exposure 5] * S

Start Draw [SLETNN () Dicplay Max [ Display Min
¥ 5 %

50

Device Local Record Face €

7.2 Real-Time View

If the IPC supports face detection, you will view the face capture picture.
The screen display mode: 1/4/9/16 can be selected.

- {a2
= K94
- HOE
= NOVUS
™ NOVUS [P CAMERA

Alarm Source: 1P Cameradl
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If the added Al camera/panel supports temperature measurement and mask detection, you will see the detailed face match information,

including mask status, body temperature, snapshot camera, snapshot time, etc.

Click the button on the top left corner of the captured face picture to add the face picture to the library quickly; click the button
to enter the Search by Face interface quickly.

Add ta Group X
Person List 2
! Q Mam; Buthday: | 2001-02-01
B Defalt Group _ -
Gender Male L Country
Provimos: City:
Waork types Wik I
I Type: 1D Card ~ Telephons:
10 NO:
Remark
The default is the davice bound 1o the taget distribution Group {1
&
Q) Mask SH:) Temper@
WIP List
Time:01-26 10:10:43 Visitor List
Channel:IPC BlackList [ ox Joencel

Put the cursor on the captured picture and then click to quickly download the captured picture.

Put the cursor on the captured picture and then click __ to quickly search images by this picture.

Real-time Momitoring Image Search by Face Search Configuration
Face Recognition NVR j et
! Q Track List View Track Map Display
R % default area 7 i
[ FARS | |
& 2 Device Name
o 1 2021-01-26 08:39:37 Device Name._IP Camera0l 45% ®
o 2 2021-01-26 DE:39:38 Device Name [P Camerall 33% .
B
@ 3 2021-01-26 08:39:40 Device Name_IP Camera01 49% I ®
Select Image ] 4 2021-01-26 08:44:46 Device Name IP Camera0l 35% . )
- - - f
o 5 2021-01-26 084537 Device Name_IP Camera0l 7% l ®
(&} 6 2021-01.26 08:52:27 Device Name._IP Camera0l 48% ' ®
Start Time | 2021-01-26 00:00.00 =]
End Time | 2021-01-26 23:59:59 o 7 2021-01-26 08:54:48 Device Name_IP Camera01 45% O]
Max. Number 100 ~
£ »
R AR st [ rerese Licorni ]

The right panel of the real-time view interface is face match result area.
Click it to view the matched details.
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Verified Target Info x

Name|[ 33
Birthday |
ID Type [ID Card
ID No. |
Work ID [

Remark |

Alarm Source: Device Name_IP Camera01

Alarm Time: 2021-01-26 10:17:49

Gender| Male
Lib Name |

F_"

Click 0L to clear all face match result.
an'|
Click =" to display all face match result.

r 1

Click -®4 to display unmatched result.

r A

Click ..@4 to display matched result.

7.3 Search

»  Search Snapshot

@ Go to Face Recognition - Search interface.

@ Select the IPC and picture source.

(® Select the captured match pictures from intelligent server or face recognition NVR.

(@ Set the start and end time and then click [Search] to search the face pictures.

Configuration

Real-time Maonitaring Image Search by Face Search

Search Snapshot Search Comparison Result

Monitoring Point -
I Q
o [0 () default area (Onfine/Tol...
[ &1 1 {Online/Total numb...
(] @ Device Name [P Cam...
) m Device Name_IPO1
(] e Device Name_ IPC
(O = 1P Camerall
{21 ™ 1P Camera02
[ 1P Cameral?
(2w  Camera
o] . PC
(0 e

Intelligent Server ~ |

Start Time | 2021-02-02 00:00:00 |
End Time | 2021.02-02 23:59:58 |2+
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Put the cursor on the captured picture and then some shortcut buttons will be displayed.

P E’:amera{]l
2021-01-26 10:14:55

Click + to add the capture picture to the library. Select the library on the left and then fill out the information of this target. Click [OK] to
add.

Put the cursor on the captured picture and then click __ to quickly search images by this picture.
Put the cursor on the captured picture and then click to quickly download the captured picture.

» Search Comparison Result

Only the match results from the intelligent server can be searched.

Real-time Monitoring Image Search by Face Search Canfiguratian

Search Snapshot Search Comparison Result

nel IP Camerall 59 Ex

) Q
B @] default area (Online/Total n...
1 1 (Onfine/Total number:..,
B Device Name P Camera...
W Device Name_IF Camera..,
B¢ Davice Name_IP01
B Dovice Name [PC

IP Cameralll Device name; [# Camera0l

B [P Camera02 {inlr:ﬂ?-l.‘) F“]:) R
argethame: M
B [P Cameral)7 Lt Narrwe: Default Group
B [P Camera Temperature: -
- Mask Status: -
L B0 NG~
Ll Work ID:
Remaric
match type [ All Types ~

Start Time | 2021-02-02 00:00:00 -5+
End Time | 2031-02-02 235959 =

T ot

7.4 Search Image by Image

This function is only available for the NVR with face recognition function.
(D Select a picture and picture source.

@ Set the start time and the end time.

® Set the maximum count and similarity.

@ Click [Search] .

Click @ to play the record in a small window.
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Real-time Monitoring | Image Search by Face | Search
Face Recognition NVR Search Result
e Q Track List View
B8 % default area
(IR
& 2 Device Name
2
D.
@
Sefect Image (]
o
(]
Start Time | 2021-01-26 00:00:00 |5
EndTime (20210126 235959 o

Max. Number [ 100
Similarity(36)

Configuration

Track Map Display

2021-01-26 08:3%:37

2021-01-26 08:39:38

2021-01-26 08:39:40

2021-01-26 0B:44:46

2021-01-26 08:45:37

2021-01.26 0852:27

2021-01-26 08:54:48

Device Mame_IP Cameradl

Device Name [P Camerall

Device Mame_IP Camera0l

Device Name_IP Camera(]

Device Name_IP Camera0l

Device Name [P Camerall

45%

A49%

%

45%

® E-Map Track View:

Create an E-map. You can create or delete an E-map in this interface. The hot spot can be added to the E-map too.

Map Management

Maonitoring Point

5 (3 default area

a1

B9 Device Name_[P Came..,
B9 Dovice Name [POL

W9 P Camerall

B9 1P Camerali2

WO 1P Camers

B9 1P Camera

O JPC

™09 PC

B Q {urmEEREA]

E-Map Setting

D I T

Create Map

Map Name !

ParentMap [&Mep v
Map Type @ Google Map O Picture Map

Search |

s

Play Track Line:
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Realtimie Moifaring | bmage Search by Face | Search  Corfiguratics

Fare Recognition NVR 3 it
Qf

|= @6 detauit area

earch Beslt

Track List View | Track Map Display

Map

Setact Image

Stant Time 070126 D0RD) =
Endd Tame 0I1-01-26 335959 =
Max. Number | 100

Simitarity()

Playback by Tracks

Feal-time Monitoring | mage Search by Face | Search  Configuration

Face Recognition NVE Lt

. Q'i Track List View Track Map Display
w B (0 dofault area Map

Playback
|

Select Image

Start Time

End Tame

Max. Number | 100

U e ECEEII SO T

7.5 Configuration

®  Pop-up Window Setting

Real-time Monitoring Image Search by Face Search Configuration

Black list O Popup @ Don't pop up

White list O Popup @ Don't pop up

Stranger O Popup @ Don't pop up

Duration Time of VIP @ Always show O Automatically hide O Automatically hide O Automatically hide
[ Pass-by(Today) ) Abnormal Temp & Mask Off

@ Face Match(Today) [ BlackList [ Stranger

In this interface, you can choose whether to pop up the alarm window when the camera detects a stranger or the person blacklisted or white
listed. Additionally, you can choose the duration time of VIP Box(s).
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Total Pass-by (Today)/Abnormal Temp/Mask Off/Face Match(Today)/Blacklist/Stranger: If enabled, the statistical information will be

shown on the real-time view interface.

aring Image Search by Face Search Configuration

Stranger: 470

face Comparison LEJ ;ﬁ’d

Fass-tyToday): Abnarmal Temg: 26

Mask Off: 1 Face Match(Today): 477

>

Face Comparison Alarm
Blacklist Stranger

®  Face comparison alarm setting:

If “Blacklist / Stranger alarm” is selected, the alarm information will be shown on the real-time alarm list (see the following picture) or it

can be searched from the alarm log.

& Device Alarm W8 Motion Detection B8 Face Alarm B8 Other Intelligent Alarm 88 Sensor Alarm # Offiine Alarm 8 Server Atarm @ larm Task SOP Filter Unhandied:317
Alarm Time Alarm Seurce Alarm Type ¥ Storage Plagback Device Plavback Storage Snapshot Device Caplure Alarm Processing Handiing Status Disposition 1
2021-07-07 15:15:23 o2 [ Manitaning Paint-stranger alarm ] _/
2021-07-07 15:15:19 IPC146 Encoder Offline Alarm i
2021-07-07 15:15:10 POz Menitaring Point-Motion Detection [
2021-07-07 15:15:10 Kag Manitoring Point-Motion Detection /| \
| e T S e e )
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8 Video Preview

8.1 Video Preview

Go to Home—>Video Preview interface as shown below.

Bl Canccath |

Q
nline/Tolal n

The descriptions of the video preview buttons are as follows.

N

| E‘:E ‘EI EI'D ) g : : El Self-adaptive Stream W L)
2 3 4 7 8

1 5 6 9 10
\[o} Description \[o} Description
1 Screen display mode 6 Show the smart event detection area

Full screen; In full screen mode, right click
2 on the window and then click “Exit Full 7 Close all preview

Screen” to exit the full screen mode.

3 Enable/disable OSD 8 Save the current view mode
4 Enable/disable broadcast 9 Choose the camera stream
5 Manual alarm output 10 Show target detection

Channel stream: main stream, sub stream, third stream and self-adaptive stream can be optional. When the third stream is selected, the
system will automatically switch to sub stream if the channel/camera doesn’t support the third stream.

Toolbar on the display window:
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Button Description Button Description

Close image 3D zoom in

Start/stop recording Zoom in

:H Enable/disable audio @ Zoom out
@ Snapshot EE!

PTZ control Enable/disable talkback

Fit to window

Monitoring point setting (camera setting)

Right-click button function:

Menu Description Menu Description
Close . .
Channel Close image Snapshot Capture images
Start Record | Start/stop recordin Start Enable/disable talkback
2 ! Talkback
o . . Displ h | , IP add d th
Instant Click it to play back immediately Channel isplay channel name address an e
Playback Info. current stream
Audio ON Enable/disable audio Stream Choose video stream
PTZ Control | Click it to show PTZ control panel Full Screen | Display image in full screen

4:3/16:9/Original Size/Full Screen: screen display proportion; please select it as needed.

8.1.1 Monitoring Point View

® Start View
To start video preview, please drag cameras from the list to the right display window or select a window and then double click the camera.
The image can be dragged to any window at random.

]

éo«@i@aﬁ-

® Stop View

@ Place the cursor on the video preview window to display the menu toolbar and then click to stop viewing.
@ Right click on the video preview window and then select “Close Channel” to stop viewing.

® Click on the toolbar of the video preview interface to stop all videos.

® Smart Snapshot
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In the video preview, drag the Al IPC to the preview window to play. Clicking displays the captured human/motor vehicle/

non-motor vehicle pictures in real time.
Note: Only when the Al IPC with human/motor vehicle/non-motor vehicle classification function enables the corresponding smart event
(like line crossing detection, region intrusion/entrance/exiting detection, target counting) and checks the detection target (like human,

motor vehicle), can the captured pictures be displayed on the smart snapshot list.

O

3 (D detault area (Online/Total n

a1 1 {Onlire/Total number...
B Device Name IP Carmera
B Dovice Name_JP Camera,
B Device Mame IP01

B Device Name IPC

B [P Cameralll

[P Camera0z.

W [F Camera

W [P Camera

W [PC

- [PC

— : e ——
Bota®*acaaxHy®

S DEEEEERDE

Clicking on E shows the following snapshot details.

Target Picture Original image

Channel name: [P Camera02

Target Type: Motor Vehicle

Capture Time: 2021-01-26 14:20:00

Playback \".n'

Click @ to play the video in the storage playback interface.

Note: The record schedule must be enabled in the record setting interface in advance, or no record can be played. (Click Home—>Record

Setting to enter the record setting interface and then set the record schedule for the desired Al IPC)
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J Record Setting ‘ Schedule Setting

Area

default area

*Device Name_IP Camera0l Main Stream 7524 o]

Device Name P01 Main Stream OFF (0]

@
Device Name_IPC Main Stream m (o}

1P Camara Main Stream NFF (al

Storage Playback

Record Playback | By Time Slice B

#% ByTag | Record Backi arch Picture

Schedule Setting

8.1.2 Channel Group View

» Channel Group Setting

@  Go to Home-> Channel Group Setting interface as shown below.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Delete Add Channel Group

Channel Group Namel

l
Keyboard Number I 4 ]
l
l

Dwell Time ’ 5Sec

v
Parent Channel Group’ W
4 7] default area ("""-)J (] default area

P' Camera [JIP Camera

(J 1P Camera01

[J 1P Camera02

<

> <

Search Q| Select All Reverse Clear All Cancel

Click [Add].
Enter channel group name, channel group and dwell time.

Select the parent channel group.

©® e

Add channels to the channel group. Check the desired channels and click to add channels; choose the selected channel and
click to remove those channels; Click to add all channels; click to remove all selected channels. You can also enter the key
words to search the channels and then select them.

®  Click [OK] to save the settings.

» Start Channel Group View

After the channel group is set successfully (See Channel Group Setting), go to video preview interface as shown below.
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2021/02/03 16:36:49

888
- [ IP Camera07
B
B84 IP Camera07
- @ IP Camera

IP Camera0?

You can start the channel group view as follows.

1. Choose the screen display mode according to the channel number of the channel group. Select a window and then double click the
channel group name or dragging the channel group to a window to play all channels in the group.

2. In the current screen display mode, select a window and then click beside the channel group name to play all channels of the
channel group in this window in sequence.

If there is only one sub channel group under the parent group, select a window and then click next to the parent group name to play
all channels in the parent group and the sub channel group in the window in sequence.

Select a window and click next to the sub channel group to play all channels of the sub channel group in this window in sequence.

3. If there are several sub channel groups under the parent channel group, click next to the parent group name and then all sub
channel groups will play in sequence. The screen display mode will automatically adapt to the channels of the sub group.

B [P CameralT

W P Cameral?

[P Camera
e 12
B IP Camerall

IP Camera

s =N

RIS

Click E to play the previous sub channel group; click E to play next sub channel group; click m to stop auto switch among

the sub channel groups.

» Stop Channel Group View

@  Place the cursor on the auto-switch window and then click to stop viewing.
(@ Right click the auto-switch window and then click “Close Channel” to stop viewing.
® Click on the toolbar of the live view interface to stop all live view.
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8.1.3 Plan View

In the video preview interface, select “View” on the left menu bar.

® Add View Plan :

= == - 4
Close Channel ’
[ Full Scree 3

ber | LI

Create View

Modify View

Delete View

Create View

Manual

Save View
Madify View

Delete View

@ Right click “Live View 1” and then select “Create View” or click . to add a new view plan. Clicking “Create View” to prompt an

adding view window. Enter the view name and click [OK] to set view plan.
(@ Select screen display mode and then drag monitoring points or channel group to each window.

® Click “View” on the left menu and then right click the newly added view name. Select “Save View” on the pop-up menu to save the

view plan or click on the live view interface to save the view plan.
Double click view name to call the view plan.

® Modify or Delete View Plan

Select the added view and then right click to prompt a pop-up window. Select “Modify View” or “Delete View” to modify or delete the

view plan.

® Start/stop auto-switch

If multiple view plans saved, you can play these views in sequence.
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IP Camera0?

Enter the dwell time (5~3600s) and then click [Start auto-switch] to play these views in sequence. Stop the current auto-switch by clicking

[Stop auto-switch].

8.2 Multi-Screen View

In the video preview interface, multi-screen view can be realized by holding a tab and dragging it to other monitors (graphics card should

support multi-screen output at the same time).

Home Face Surveillance Target Counting Re i \ t E-M 2 ing  Alarm Center

—

[ ]

viewl*

E

B Device Name_[POL
B Device Name IPC
W [P Camera0l

Historical picture query Real-time Status  Status Log 08D Position Config |~ System configuration

Audio Uploading
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Click ﬂ on the float window and select “Return to Main Window” to embed this tab in the main interface.

Return to Main Window

8.3 PTZ Control

Click = or right click to select “PTZ Control” to enter PTZ control interface. The directions of PTZ, zoom, focus, Iris, preset, track

and cruise can be controlled through PTZ control panel.

37202100 17: 16321

43

16:9 -/ 7 +/
/ oom /
Qriginal Size /e ’»
e B Focus u
Close Channel m Irie f‘}
Start Record =

e

i i T Ta Instant Playback
¢ B0 E a0 x ¢ SR
Snapshot

Start Talkback No. Preset Na... Call ...

Start Channel Talkback

Main Stream
» Sub Stream

Channel Info

Full Screen

8.4 Instant Playback

In the video preview interface, right clik on a playing channel to select “Instant Playback™ and then set the playback time to play the record
instantly (the record of the channel in the past five minutes will be searched and played from that time when the record exists).
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03/2021 17:173
4:3

IP Canexa 1']!,,' uh

| ek 16:9

Original Size
l  Full Screen
Close Channel

Start Record

Instant Playback 30s ago

Audio On 1min ago
Snapshot 3mins ago
ol b= . PTZ Control 5mins ago
O¢i™P A HY QE @ Start Talkback « from storage server
Start Channel Talkback |  from network device
Main Stream
» Sub Stream
Channel Info

Full Screen
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9 Record & Playback

9.1 Record Configuration

This device supports many recording types, such as manual recording, schedule recording, motion alarm recording, smart alarm recording,
etc.

9.1.1 Schedule Recording

Go to Home->*“Record Setting”.

J Record Setting ‘ Schedule Setting

Area ~
: -
S Q *Device Name_IP Camera01 Main Stream | 7*24 Open 0 60
default area
Device Name_IP Camera02  Main Stream  OFF Open 0 60
Device Name_IPO1 Main Stream | OFF Open 0 60

To set schedule recording, select the channel, stream type and schedule. Then Click [Apply] to save the settings.

® To set schedule:

® Click the “Schedule Setting” tab to go to the following interface.

Record Setting ‘ Schedule Setting

724

O 5+24 @ _|ﬁ|_

@  Click [Add].
(®  Enter the schedule name.
®  Set the schedule. Click ’ and then move the cursor to select the time; click . and then move the cursor to delete the selected

time. Click “Input Manually” to manually enter the time. Click “All” or “Reverse” to quickly select time. Click “Clear All” to clear all
schedule.

42



Modify Schedule X
ScheduleName [ 1 ] ’ &P Input Manually Select All Reverse Clear Al
04:39-16:15 Input Manually Select All Reverse Clear All
Input Manually Select All Reverse Clear All

Input Manually Select All Reverse Clear All

=
a

Input Manually Select All Reverse Clear All

Thu.

Input Manually Select All Reverse Clear All

m
=h

Input Manually Select All Reverse Clear All

v
<]
-

04:06-16:59 Input Manually Select All Reverse Clear All

Cance

9.1.2 Alarm Linkage Recording

@  Go to Home-> Device Setting interface. Select the desired device to enable the alarm event and set schedule.
@ Go to Home->Alarm Center->Alarm Linkage as shown below. Select alarm type, enable record, set linakage channel and set
schedules.

®  Click [Apply] to save the settings.

Marm Log Search | Alarm Linkage Settings | ScheduleSetting  ManualAlam Ot SOP Setting  Alarm Task Settings  Emal Setting

WAy ~o: | o | e | sy |
= i 2 ew v Snapshal | n Output | oice B g5
| :mu-ci me,IF Camera01] Recordlinkage Setting .' x| OFF
| 4 [ default area 4 [0 default area 'L‘m "'" ]
vice Name_.. <] \ L ame_. (QFF OFF \OFF OFF
o o oo
o ON on 7024
e i S ey
] o oFF (oFF oFF
5 e e o foa L
'| “ ot oFf (OFF o5 l
: % = ;*‘,
Q| selectAl  Reverse  Clear All — _

9.2 Record Playback

In the main menu interface, click “Record Playback” to go to record playback interface. Record files saved on the HDD(s) of the devices

and storage server can be played.
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There are three types of record playback: normal playback, face playback, vehicle playback.

9.2.1 Normal Playback

B Device Name_IP Cam...
) @ Device Name_IPO1

"] B Device Name IPC

) W 1P Camera01

Feb 2021

Mon Tie Wed Thu Fri Sat Sun

Calendar ¥ More &

Search Play

Area Description

A-2021 23:57:04

43

16:9
Original Size
Full Screen
Close

Audio On
Snapshot
Zoom In
Zoom Out
Fu reen

Main Stream

Description Description
1 Playback area 3 Record timetable area
2 Toolbar 4 Time and event search area; resource area

Toolbar on Playback Window

Description

Description

Stop viewing G')h Zoom in

m Audio on/off a Zoom out

| Dl Snapshot m Fit to window
Description

Screen display mode button. 1/4/9/16 screen mode is optional.

Full screen

Enable or disable OSD

Close all window viewing

Get record from network devices

Get record from storage servers
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Rewind

Low speed playback

(<]

[«]

O -
1]

[»]

Play/Pause

Next frame. In the playback mode, click the pause button and then click this button to play
frame by frame.

Click it to select playback speed.

Click it to restore normal playback
308 Forward 30s or backward 30s

> Backup start time
<] Backup end time
Start backup
::j 1_1 Synchronous playback or asynchronous playback

Right-click button menu

Menu ‘ Description ‘ Menu Description
Close Close viewing Zoom out | Zoom out the current image
—— Audio on/off Full Screen | Click to enter full screen mode
On/Off
Snapshot | Snapshot Sub stream | Switch to sub stream playing
Zoom In Zoom in the current image

Other buttons

Button ‘ Description ‘ Button Description

|Z| Add tag E Event list
@ Backup

Set record date, record type (for some devices, “Main Stream” can be selected to play the record, or the record will be played by sub
stream if unselected) and the record playback source in the playback interface. Drag the camera on the right side to playback window for
playing or double click a desired channel to play or click [Search] to search the record files and then click = o play.

Playback record type includes manual recording, motion detection recording, schedule recording, sensor recording, target counting
recording and behavior analysis and so on.

In the timetable, different color bars stand for different record types. For instance, yellow bar stands for motion recording data; blue bar
stands for schedule recording data; red bar stands for sensor record data, etc.

The time scale can be zoomed in by clicking - and the time scale can be zoomed out by clicking - The time scale can be restored

to 24 hours by clicking - When the time scale is zoomed in, drag the timeline to see the time spots.

Synchronous Playback: in a certain time, all channels play back its record at the same time together; if one channel has no record data at

this time, this channel will wait.




Click on the toolbar in the playback interface to go to the synchronous playback interface.
In synchronous mode, one camera can only have one playing window. All cameras’ record information can be viewed at the same time.

When playing record file in synchronous mode or asynchronous mode, clicking or will be useless unless all the playback

windows are closed.

Asynchronous Playback: when playing some channels’ record at the same time, each channel is independent from the others and each
channel’s playback time is different.

Click to go to the asynchronous playback interface.

9.2.2 Smart Playback by Face

For the added NVR with face recognition function, you can search the recorded file by face as shown below.

Select Image

L1 ] Js)(C]

Start Time 2021-02-03 00:00:00
02-04
O

End Time 2021-02-03 23:59:59

A
ol

Max. Num

Similarity(%) . 60

| Face search

Clicking on enters the above interface. Select the face recognition NVR and then click to add a face picture. You can add the
face picture form local PC, target picture or group. After that set the start and end time, max. number and similarity and then click [Search]
to search the records.

Add a face picture from the local PC: Click to select the desired face picture in the local PC and then click [OK] to save the
settings.

Add a face picture from the target picture: refer to the following picture.
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Local Picture | Target Picture ‘ Group

0 A

Channel IP Camera01

Searct Q)
8- (;) default area (Online/Total n...
et (Online/Total number:...

1 Select the camera J
vice Name 1P ice Name IP Cameraililvi | ice Name IP Camerllvice Name 1P Camer:
2021-02-0 2021-02-03 08:30:40 -02-03 0 :30 I8 2021-02-03 08:30:37 1 2021-02-03 08:29:19
Select the picture sourge

2

{
I

Face Recognition NVR

- vice Name IP Camer4lvi 1 s ice Name 1P (
Start Time | 2021-02-03 00:00:00 %\, 1-02-03 08:27:27 :25:53 -02-03 08:16:. 2021-02-03 0

End Time | 2021-02-03 23:59:59 |5

W e Total 1637 entries Per Pagel8Entry

Select the pictr 6 -~

v]

Add a face from the face database:

1.  Click the “Group” tab.
2. Select the face picture from the person list, VIP list or visitor list.
3. Click [OK] to save the settings.

Import Target X

Local Picture Target Picture 1 Group |

‘ Person List

Search

Q
Default Group

VIP List

Visitor List

BlackList

Show all nodes

] O

Default Group Total 4 entries

OK Cancel

The picture must be added to the corresponding list in advance, or no picture can be searched. Refer to Chapter 6 People Management for
details.

Note: The record source is from the HDD of the face recognition NVR. The comparison record of this person must exist in the HDD, or no
record can be played.
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The vehicle records can be searched from the NVR or intelligent server. The setting steps are as follows:
1. Select the ANPR camera or NVR.
2. Enter the license plate number or click [Select plate] to select the plate from vehicle database or license plate captured when the

9.2.3 Smart Playback by License Plate

vehicle entering or exiting the parking lot.

201487511721

License Plate mmmw@ i
Qlk

& [ (& default area
Bot
B &% Device Name

viense late 7129455 | [ ESEETE

Start Time 2021-02-03 00:00:00 —
End Time 2021-02-03 23:59:59 | =

Plate search |

EI : select the record source from the storage server. License plate captured by ANPR camera or ANPR camera bound to the lane of the
parking lot can be searched.

E: select the record source from the HDD of the NVR.

Note: before you start searching, the license plate detection must be enabled and corresponding alarm linkages and the schedule must be

set in advance.

Alarm Log Search | Alarm Linkage Settings | Schedute Seffing  Manual Alarm Ot SOP'Satting  Alarm Task Settings  Emall Settings

EIN I BTN BT
OFF oFF OFF OFF OfF OFF OFF OFF oFF oFf
OFF oN OFF OFF OFF OFF OFF OFF OFF OFF
ofF oFF OFF oFF off oF OFF oFF oFF OFF
OFF ON OFF OFF OFF OFF OFF OFF OFF I 724 ~ i
OFF Con ] om OFF QFF OFF ofF OFF OFF OFF

9.2.4 Playback by Time Slice

@  Go to Home=>By Time Slice interface.
@  Select channel (or monitoring point), set the start time and the end time, select the record source and then click [Search].
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By Time Slice By Event By Tag Record Backup Search Picture

8 B defaull area (Online/Tot..
- [ 2 1 (Online/Total numb...
(& M Device Name 1P Cam...
(T ® Device Name_IP Cam...
O ® Device Name 1P01
(Z] W Device Name_ IPC
- [ m 1P Camera01
O 1P Camera02
- [I] @ 1P Camera
O m IP Camera
(O ™ IPC
CmmIPc

2021-01-26 00:00:00

Start Time: | 2021-01-26 00:00:00 -2

End Time: | 2021-01-26 23:59:59 =

E\ _ Search | Current Page:l / Lotal 1 |4 44D p|

® Click EI to play the record.

Playback

¥

00:00:27/00:05:00 lil El IE' IE'

Click E button on the top right corner to play in full screen mode.
Double click the image to switch to slice search mode by hour.

Double click an image to switch to slice search mode by 5 minutes. Click “Slice Per Day” or search it again to return to slice search mode
by day.

Record Backup: The selected time slice will be quickly backed up by clicking the “Record backup” tab next to “Slice Per 5 Min”.

To Storage Playback: The selected time slice will be quickly played back in the storage playback interface by clicking this button.

9.2.5 Playback by Event

@  Go to Home-> By Event interface.

@  Select the desired monitoring point, set the record source, the start time and the end time and then check events.
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By Time Slice By Evant By Tag Record Backup Search Picture

~ | Filter Q| Beforetheevent 0 | Sec

Tip: Filter By [Name], [Start Time]. [End Timel. [Event Type]

© 2 Gy default area (Online/ Tot-- 1

& (2 PG [Online) Tabal - o

e ag '

™ 50.109-800w

i (A (23 2021-07-07 16:20:18 2021-07-07 16:20:39 0021 Mariuai o (
& = 1P Camerads —
& = PC1as
- P02 o s |paz 20210707 16:20:16 2031-07-07 16:21:14 0:0:58 : ct ) ®
& oy = =
o Ros
2w K11 (' P2 20710707 16:19:28 20710707 16:30:10 0:0:42 e ®) ]
Ll e -
o K31
L bl B s P02 2021-07-07 16:19:15 2021-07-07 16:19:36 0:0:31 Manual (») (%)
& K54
o - S
- kes B 6 1Po2 2021-07-07 16:18:44 2021-07-07 1619:25 0041 it Bttt ») (3)
&= ko7
& m ka7
Ll (2 s Pa2 2071-07-07 16:18:44 2021-07-07 16:19.06 0322 Manual (>} )
@ = a2
& om g .
&= kg5 O & 1PO2 2071-07-07 16;18:03 2071-07-07 16;16:24 D031 Manual > 8]
& = NovUS
S NOVUS IP CAMERA

1 IFO2 2021-07-07 16:20:53 2021-07-07 16:21:14 0031 Manual -F { f'

(w)

(] P02 2031-07-07 16:18:00 2021-07-07 16:18:42 042 ¢ (») (#
Start Time: | 2021-07-07 00:00:00 G

End Time: | 20210707 235950 @ 1 49 1Po2 0200707161795 2021-07:07 1641746 o0l Manjual ®» ®

E| Carrent Page:1 / 51Total 1001 |4 460 B

(® Click [Search]. The searched record data will be listed. Click [To Storage Playback] to play the record in the storage playback
interface; click @ to play the record in a small playback window; click @ to back up the record data.

9.2.6 Playback by Tag

Note: Record tag cannot be added to the record from the device.

@ Go to Home->Record Playback interface.

Select a channel and put the cursor on the right center. Then a tag icon (IE) will appear. Click this icon to add tag.

©)
® Goto Home->By Tag interface. Select the start time and click [Refresh] to search the added tags.
©)

Click @ in the playback column to play the record.

By Time Shce By Everit By Tag Recard Backup Search Picture

Start Time: | 2021-08-20 00:0000 (9! End Time: | 2021-08-20 235958 (O

The Backup Thme: | 1 Min

= 1 P03 2021

D000 /000300 @ EI [EI IE
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9.3 Backup

In the main menu interface, click “Backup” to go to the backup interface. The setting steps are as follows:

By Time Slice  ByEvent  ByTag | Record Backup | Search Picture

Monitoring Paint

~

Caareh Q
3 [0 & default area (Online/Tot...
~ [0 1 {Online/Total numb... SE{ e e 2 E
O] B Device Name_IP Cam...
O ® Davice Name_IPO1
[T) ® Device Name IPC
~ [ m IP Camera01
- [} M [P Camera02
CIm 1P Camera

« Jan 2021 » @ 00 0200 0400 0R00  DELO

Mon Tue Wed Thu Hi Sun

10
17
2

31

] W [P Camera [ Main Stream Start Time | 2021-01-26 0 0 nd TII'I]E! 2021-01-26 00:00:01
D mIrC 5 E
O mIpC
26 00:00:00 2021-01-26 D0:00:01 100% Dpen File Position DX\Device Name 1P__,
26 00:00:00 2021-01-26 00:00:03 0:0:3 100% Open File Position  DA\Device Name IP_..
26 00:00:00 2021-01-26 00:00:05 0:0:5 60% n | [m] DA\Device Name TP...,
] [ sean ||, » | m i,

01-37
1000 1200 1400 1500 18000 2000 2200 0000 @

Select the desired monitoring point.

Select date and click “More” to select the start and the end time and event type.

Click EI/ |I| to get records from device or storage server.

@
@
®
@  Set the start time and the end time of backup. Then click [Backup].
®

1]

to clear the backup list.

“Backup on device”: This function is applied to the added NVR devices. Search the record

The backup progress will be seen during backing up the record. Click [l to pause;

click =1 to stop backing up the record; click

from the HDD of the NVR in this interface and

then insert a USB storage device into the USB port of the NVR and then click this button. Then the recorded files will be backed up to the

USB storage device remotely.

9.4 Search Picture

In this interface, pictures stored on the SD card/HDD or storage server can be searched and

viewed.

These snapshots saved on the storage server or SD card /[HDD must be triggered by alarm events so that they can be searched.
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By Time Slice

By Event

Monitoring Point

2 54 (D default area (Online/Tot...

Q
& (2 1 (Online/Total numb...
B Device Name_IP Cam...
2 W Device Name_IP Cam...
4 W Device Name_IPOL

& B Device Name_IPC

4 8 IP Camera01

) 8 IP Camera02

& W IP Camera

2 @ IP Camera

m IPC

@ mIPC

Start Time:
End Time:

[ 20210126 00:00:0 |
[2021-01-26 23:59:5 |5

¥ Manual

Byifeg
Search Result{IP Camera01]

Record Backup | Search Picture |

(D Select the device.

@ 2021-01-26 17:13:23

[444 Thel1  |/1page Pb B! Per Page[ 10 v |Entry 1-8 Total: 8

(@ Set the start time and the end time.

® Choose events.
@ Click [Search]
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10 Alarm Management

10.1 Alarm Server Configuration

Alarm server is in charge of receiving and recording alarm information of connected devices and then sending the alarm information to the
relevant user terminal system or devices in accordance with prior alarm settings. There is a default alarm server.
Go to Home—> Add, Edit or Delete Device = Alarm Server interface to view the online status of the alarm server. If it is not online, please

check its network connection.

J Add, Edit or Delete Device | Device Setting Area Setting Channel Group Setting w

Encoding Device (Onli tal b
ncoding Device Online/Total numbe | -\ cever 1020527 6033 Online Online 7
Decoder (Online/Total number:1/1)

Intelligent Analysis Server (Online/Totg

Storage Server (Online/Total number:

Media Transfer Server (Online/Total n

TV Wall Server (Online/Total number:

10.2 Alarm Configuration

(D Go to Home->Device Setting interface.

Add, Edit or Delete Device | Device Seiting | Area Setting  Channel Group Serting

ion Delection  Motion Alarm Linkage Line Crossing | Intrusion  Object Removal Ed i>

0SD Setting Image Setting  Strea

Soarch
@ g Default area
B @ 2MP AIFR-107
7P ASFR-107
B @ AIH-2MP-20-210
W AJH-2MP-20-210
o & IPC

8 @IPC
- PC

& Enable Line Crossing

Alert Line 1~ | Direction| A-=B | ‘Alarm Holding Time| 3 &

Select the desired device to enable alarms (refer to the user manual of the corresponding device for the detailed settings).

@ Go to Home-> Alarm Center->Alarm Linkage interface.

Alarm Log Search Alarm Linkage Settings ‘ Schedule Setting Manual Alarm Qut SOP Setting Alarm Task Settings Email Setting

. | Alarm Type| Monitoring Point-Face Detection v ] All OFF Apply I Filter

OFF OFF OFF OFF OFF OFF OFF OFF

OFF OFF OFF OFF OFF OFF OFF OFF

Select area, alarm type and then enable alarm linkages.
All ON: enable all alarm linkages of the current alarm type and area (schedule excluded).
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Select beside the device name and select “ON” to enable all alarm linkages of the device (schedule excluded).

All OFF: disable all alarm linkages of the current alarm type and area (schedule excluded).

Name Audio ~  PTZControl ~  Record “ Alarm preview * Snapshot “  Alarm Output
Device Name_IP Camera0l v OFF OFF OFF OFF OFF OFF
Device Name_IP Camera ON | OFF OFF OFF OFF OFF OFF
. OFF
Device Name_IP01 OFF OFF QFF OFF OFF QFF

Select beside the title (like record) to enable record linkage of all devices (schedule excluded). Select “Link to itself (On)” to quickly
select the camera itself as the record camera.

Name Audio v PTZControl *~ Record “ Alarm preview “ Spnapshot “  Alarm Output “ Voice Broadcast
*Device Name IP Camera01l || ON v [ON Link to itself (On) |oN ON ON ON
Device Name_IP Camera02 v OFF OFF Ima(oiesiiiey | OFF OFF OFF
Free Choice
Device Name IP01 v |QFF OFF OFF OFF OFF

The alarm linkage settings of PTZ control, record, alarm view, snapshot, alarm output and TV Wall are the same with each other. Here take

record linkage for example to introduce the setting steps.

TV WallLinkage Setting

Selectable Channel Selected Channel TV We
4 [ default area 4 [ default area
(J172.16.47.109 3... (7 10.100.10.214 8... TV Wall 1
(] 28138
Je3-47.71

[0 1P Camera01

[ 1P Cameral2
Bhie
O qiujigs

& ON Q)| Select All Reverse Clear All “

Check the selectable channel and click to select the channel; check the selected channel and click to remove this channel; click

to select all channels; click <« to remove all selected channel.

After the channels are selected, check “On” and then click “OK” to save the settings.

Note: Before checking voice broadcast, please upload the voice first (See chapter 17.7 for details).
Before checking Email, please set the sender’s email address and the recipient address first (See chapter 10.5 for details).
Before checking SOP, please set the SOP first (See chapter 10.3 for details)

(® Set alarm schedule. Select the schedule of the desired device. 7*24 or 5*24 is the default schedule. Other schedules need to be set in
advance. Click the “Schedule Setting” tab to set (See Schedule Recording—> To set schedule for details).
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10.3 SOP Settings

Click the “SOP Setting” tab in the alarm center interface to go to the following interface as shown below.
1. Click “+” to add a SOP name.
2. Click “Create” to create a SOP action.

3. Click - to extend the alarm list.

4. Click E/J to handle the alarm. Select the SOP action and then click “Save Process”. After that, choose disposition and enter remark
as needed.

The disposition includes: False alarm, true alarm, customer test, technical event, service test.

Alarm Log Search  Alarm Linkage Settings  Schedule Setting Manual Alarm Out | SOP Setting Alarm Task Settings  Email Settings

: : - Handle Alarm SOP x
— Alarm Time: 2021-02-03 20:22:10
M‘ Alarm Source: IP Camera01
Alarm Type: Monitoring Point-Motion Detection
7 [0 Open the Same Alarm Operation:
Create SOP Action - —— - = - =
‘ Index epe(ahm.i:ﬁun !-tandﬁngs_ﬁvtus Handﬁng Time ‘
SOP Action ! o a
Save process
Disposition [ False Alarm ~ |
equal to 100 characters
Remark |
¥ Device Alarm & Motion Detection 4 Sensor Alarm [ Offline Alarm B4 Server Alarm B2 Alal 5:1000+ ¥
Alarm Time: Alarm Source ‘Alarm Type  Storage Playback \ - Handling Statt ()
2021-02-03 20:21:41 1P Camera02 Monitoring Po... 4 @
2021-02-03 202137 IP Camera Monitoring Po... 241
2071-02-03 2021:13 MZ-251PE-4(IR) Monitaring Fo... P4
2021-02-03 20:21:06 1P Camera Monitoring Po... P
s k4
< >
After the alarm is processed, the alarm handling status and disposition will be shown as below.
WA Dovice Alarm 8 Mation Detection B Face alarm B Oth rélarm B Ofiline Alarm BB Server Alarm B8 Alarm Task SOF Filtar Unhandied:7 %
Aarm Time larm Sourca Hlarm Type: ™ Storage Playback Playback wagaSnapshios  DeviceCapture  AlasmProcessing  HandingSwtos  Disposition  Remi
121-07-0% 10:11:41 IP Cameradl Monitoring Paint-Face Detection /
121-07-09 10:11:36 IP Camem0l Manitoring Peint-Mation Detection -_{ I Processed False Alarm |
121-07-00 10:11:00 POz Monitaring Point-Exception Detection -4"' |
121-07-08 1T:45:03 K55 Monitaring Point-Maticn Detection Z

10.4 Alarm Task Settings

In this interface, you can set the leaving alarm task.

Leaving alarm: When someone leaves the predefined area and doesn’t come back within the set time duration, the system will perform
alarm linkages.

To set a leaving alarm task:

1. Enter the Alarm Task Setting interface.




2. Click [Add] to add the alarm task.
Set the task name, interval time, schedule and choose the camera.

Multiple cameras can be added to an alarm task.

Search

chana_

Add alarm task

Task name|
Interval time(min) | 10

Schedule | 7:24 v

4 [ default area
[ Device Name. P Camera01
[ Device Mame [P Camera02
[ Device Name IPD1
T Device Mame IPC

CJIP Camera.

O 1P Camera

1P Camera0i

< >
Q| Select All Reverse Clear Mﬁ

3. Set the alarm linkage items. In the alarm linkage settings interface, select the alarm type as “Alarm task-Leaving Alarm”. Then enable

the desired alarm linkage (like “Alarm preview”) and set the schedule.

AMarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Out SOF Selling Alarm Task Seltings Email Settings

default area ™ = - : s =
m OFF OFF OFF OFF OFF OFF OFF m

4. Go to the Device Setting interface to enable Intrusion and set the detected area.

Add. Edit or Delete Device Device Setting Area Setting Channel Group Setting
05D Setting Image Setting Stream Setting Maotion Detection Mation Alarm Linkage Line Crossing Detection Exception Detection

Alarm Holding iimei 20 \7?5“

Encoding Device

& £ default area

B @ 9483E3 2.8-12mm
S483E3 2.8-12mm
@ @ [P Cameral2

0 Save Panoramic Picture
[ Save Target Cutoul

Detection Target :

@ Motor Vehi Sensitivity Detection - 50
Sensitivity Detection & 50
&4 Non-mator Sensitivity Detection - 50

| &4 Enable Intrusion Detection I

Alert Area | 1 v

Note:
1. The selected camera must support and enable intrusion function, or leaving alarm will not take effect. If the camera supports
vehicle/people classification, please check “Human” as the detection target.
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2. After the leaving alarm task is set and intrusion is enabled for the camera, when someone enters the predefined area and stays there,

this person will be judged as “On Duty” so that leaving alarm will not be triggered and the intrusion alarm will not be displayed on
the alarm list; but when this person leaves and doesn’t return within the set time duration (interval time) or no one appears in the set

time duration, leaving alarm will be triggered.

Alarm Log Search Alarm Linkage Settings  Schedule Setting Manual Alarm Qut ~ SOP Setting Alarm Task Settings Email Setting

| Search

o 1 0 7:24 10 Alarm task-Leaving Alarm (4 il

10.5 Email Setting

Alarm information can be received by the specified Email address if the Email parameters have been set in advance.
Click Home—>Alarm Center->Email Setting to go to the following interface. Add the sender and recipient’s email information here.

Alarm Log Search Alarm Linkage Settings Schedule Setting Manual Alarm Qut SOP Setting Alarm Task Settings ‘ Email Settings

Sender’ s Name ’xxx ] Email Address [m@163.c0m I

SMTP Server | 163.smtp.com | smrpPort
Security ’ No v ]

Username ’ 0N@163.com v ] Password [ sesese I

XXXX XXx@163.com @ _m|_

In the sender’s Email information area, fill out the corresponding information and then click “Apply” to save the settings.
Clicking on the [Add] button adds the recipient information.
After that, in the alarm linkage setting interface, you can trigger Email.

Alarm Log Search Alarm Linkage Seltings Schedule Settin Manual Alarm Cut SOP Setti Alarm Task Settings Email Settin:
oy ge e ng Lt : g

v| I N
- -

v mmou

Alarm. Iyps:

ing Point-Motion Detection

10.6 Alarm View

Having set the alarm preview linkage, the alarm view window will prompt when an alarm is triggered.
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t inkage Settings Schedule Setting  Manual Alarm Out  SOP Setting  Alarm Task Setfings  Emall Setting
q PIZControl  »  Record % Alarm peeview. % Spapshol % Alarm Outpul . v Volde Broadeast V- TV Wall  ~ Trigger Email SOp - Schadule (W
OFF OFF T OFF OFF OFF OFF oN off 7
*Device Name_IP Camerail] Alarm previewlinkage Setting / OFF OFF OFF OFF OFf OFF OFf
Setectable Device 4 Selected Device OFF OFF OFF OFF OFF OFF OFF
4 ] default area @‘ default area OFF OFF QFF OFF OFf OFF OFf
3 @wicu Name_. a Device Name._._. OFF OFF OFF OFF OFF OFF OFF
Device Name_.. QFF OFF OFF QFF OFF OFF QOFf
| Device Name .. oM oM ON ON oM ON 724
L IP Camera QOFF OFF OFF OFF OFF OFF OFF
I 1P Camera OFF OFF OFF OFF OFF OFF OFF
JF-Camerall OFF OFF OFF OFf OFf OFf OFf
5 10 arrasrai 3 6

In the alarm preview interface, you can select multi-screen display mode by right clicking on the preview window as shown below.

ey T
ti ection -

Click on the bottom right corner to expand the alarm list as shown above. Hover the cursor on the top of the alarm list and then a
bidirectional arrow will appear. Drag the alarm list up or down to extend or shrink the alarm list.
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Alarm Time Alarm Source

20210707 153007

T1530:06

Alarm Type W Storage Playback Bevice Playback Sterage Snapshat Dewice Capture Alarm Processing

Manitoring Poin
Manitering Poin

Monitor

Monite:

Paint

g Polnt-stranges

Handling Status  Dispesition |

t-Moticn Detection
t-Mation Detection

Face Comparison

e T )

Click or to play the record or captured images.

Right clicking on an alarm item displays a menu as shown below. Click “Alarm Preview” to jump to the alarm preview interface.

Alarm Source

K11

M

K11

MP

10.7 Alarm Log

W Device Alarm @ Motion Detection & Face Alarm @ Other Intelligent Alarm & Sensor Alarm & Offline Alarm

Alarm Type “  Storage Playback Device Playback Storage Snapshot Device Capture Alarm

Monitoring Point-Motion Detection

G Preview)
Monitoring Point-Face Comparison -

Encoder Offline Alarm

Monitoring Point-Face Comparison

@ server Alarm [ Alarm Task SOP Filter

E-Map

Alarm logs can be searched and exported by going to Home—> Alarm Center-> Alarm Log interface.

oz

Alarm Time

Alam Source Alam Type »  Details Storage Playback Device Playback Storage Snapshot Device Capture Adan
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Click to play the record; click to open the snapshot search window as shown below.

Snapshat Search

Search Result[lP Camera01]

[ 2021-01-27 11:45:38

) . T TS 3 & % | =
Stk dRE NI @ 2021-01-27 11:46:08 O 2021-01-27 11:46:13 @ 2021-01-27 11:46:16

End Time | 2021-01-27 11:4] =] =

Select Al Reverse  Download |4 44 The| 1 |/2page MBI Per Page] 10 v |Entry 1-10 Totak 11

Check the searched image and then click “Download” at the bottom of the interface to download this picture.

10.8 Manual Alarm Out

Click “Manual Alarm Out” tab to go to the following interface.

Alarm Log Search Alarm Linkage Settings Schedule Setting | Manual Alarm Out | SOP Setting Alarm Task Settings Email Setting

= [ Q) default area

On1

& 4 Device Name_AlarmO...
[ & Device Name AlarmO... Trigger Alarm Out Close Alarm Out
~ 3 @ Device Name AlarmO...

- [0 & Device Name_AlarmoO...

Alarm Holding Time

Select the camera, set the alarm holding time and then click [Trigger Alarm Out] to manually trigger the alarm out of the camera; click
[Close Alarm Out] to manually turn off the alarm out of the camera.
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11 E-Map

The e-map service is used to store the e-map information of the system. The client landing anywhere can share the same e-map.

11.1 E-Map Settings

11.1.1 Create E-Map

Go to Home—>E-Map Setting interface. Click [Create Map] to create a map.

E-Map Setting ‘

Map Management N~ Create Map Modify Map Delete Map
- 1
% Create Map 2o

Map Name | |

Parent Map | v |

Map Type @ Google Map O Picture Map

Search | |

Enter E-map name, select parent e-map and map type. Then click [OK] to save the settings.

11.1.2 Add Hotspot

The hotspots include monitoring points and sensors. Drag a hotspot to the corresponding area on the map as shown below.
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: e Device Name IP Came...
i~ M9 Device Name IP Came...

dee IO IP.Cameraﬂl
oo IP Camera02
: - MO 1P Camera
| ®9 1P Camera
- W9 IPC
L morc

Click [Modify Map] to change map name and parent map.

Select [Delete Map] to delete the added map.

11.1.3 E-Map Monitoring

IlItIIIJIIIIIII

IIHI\

H ’l
urmm"“"_',

Go to Home—>E-Map Monitoring interface. Select a window on the right and then double click the monitoring point to view the real-time

image.

Switch to Alarm E-Map® Yes O No
Auto Alarm ViewO Yes  ® No

H\HIH

(I
(T

Il

L

I
T

I

E 110! !

@ 1rc & Smart IPC
O sensor
Pending alarm: 500

Switch to Alarm EMap: if “Yes” is selected, the system will automatically switch to the E-map on which the alarm occurs.

Auto Alarm View: if you select “Yes”, the monitoring video will automatically pop up on the right window when an alarm is triggered.
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Put the cursor on the preview window (right panel) and then a toolbar will display. Clicking on closes the preview. Click “Close All
Stream” to stop all previews. The preview window will be overlaid on the map by clicking “Overlap”.

In addition, click [Filter Alarm Type] to filter the alarm type.

If multiple cameras need to play, you can drag the window on the right panel to the right. Then an independent monitoring interface will
display. You can choose the screen display mode as needed.

P

me¢n*aas |
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12 TV Wall

12.1 Add Decoder

Decoder is used to decode the video signal transmitted by the transfer server. The decoding output is a standard video signal. The decoder
is necessary for decoding videos on the TV wall.
Go to Home->Add, Edit or Delete Device—>Decoder interface.

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

A s a

Encoding Device (Online/Total numbe o 5 "
Decoder (Online/Total number:1/1) A Decoder i [

Intelligent Analysis Server (Online/Tot Quickly Add Manually Add Device Quantity:0 C/J
Storage Server (Online/Total number: = [
O Device Name IP Address Port Subnet Mask Version Device ID

Media Transfer Server (Online/Total n
Alarm Server (Online/Total number:1/|
TV Wall Server (Online/Total number:

The setting steps of adding decoders are the same as adding encoding device setup (see Add Encoding Device for details).

»  Create and Connect Decoder

The decoder which needs to be connected to the platform must be the master decoder and in platform mode. Login the web client of the
decoder as shown below.
Go to Basic Settings—> System Settings to check the user permission and running mode of the decoder and make sure its user permission is

master and its running mode is platform. Then apply the settings and restart the decoder.

Basic Settings

Running Mode |PIatForm
User Permission |Master
Device Name |Decoder ‘
MAC 90:18:AE:00:45:D1

Soft Version 2.1.8.12

Version Date 20181214

Kernel Version I9F6-I9F6-I9F6

The decoder will not be online until it is bound to a TV wall. Please create a TV wall first and then bind the decoder to the TV wall. See
chapter 12.3.1 for details.

12.2 TV Wall Management

There is a default TV wall server. Before using TV wall, please make sure the default TV wall is online (Click Home=> Add, Edit or Delete
Device>TV Wall Server).
Then go to Home->TV Wall Management-> TV Wall Setting.
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TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

TV Wall A

4 TV wall =+
‘@Wwalll(l) |Q‘,U ‘

Decoder Output ~

A Decoder 1
Outputl =

Output2 4

12.2.1 TV Wall Settings

¢ Create TV Wall
Go to Home->TV Wall Management->Edit TV Wall. Select a TV wall server and then click +to create a TV wall.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

TV Wall ~

@ Create TV Wall

4 TV wall
B 1v wall 1(1) ® ﬁj\. TV Wall Server TV wall
TV Wall | Create TV Wall2 |

TV Wall Number | 2

O Edit D

€ |Initializing
(D Double click the created TV wall to prompt a TV wall window.
@ Click “Initialize” to create TV wall layout.

TV Wall ~ TV wall 1 [x

4 TV wall +

Initialize Save

Decoder Output ~

4 (™ Decoder1

& Qutputl & Enter Rows _Columns

4 Merging\Splitting

65



User Manual

Merging: drag on the screen and then release. The “Merge” button will be shown. Click it to merger these small windows.

Initiskice Merge Save

Splitting: select the merged window and click “Split” to restore the window to the previous status.

Intiafize Save

®  Decoder Binding

Go to Home—->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, decoder bind can be set up.

Decoder bind configuration: modify the binding state between decoder and TV wall.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Device Name Output Number 1P Address Port Online Status Select TV Wall Open in the Browser Edit

Decoder 1 2 10.100.40.49 8888 Online TV wall 1 O

Select TV Walll| TV wall 1

R &N

Click to change bound TV Wall. After the decoder is bound to the TV Wall, the online status will be “Online”.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Device Name Qutput Number IP Address Port Online Status Select TV Wall Open in the Browser Edit

Decoder 1 2 10.100.40.49 8888 TV wall 1
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Return to the decoder management interface as shown above. The online status of the decoder indicates that the decoder is successfully

bound with TV wall. Go to TV Wall Setting interface as shown below. Drag the outputs of the decoder to the window on the right and save

them to complete output bind.

W Wall Setting TV Wall View IV Wall Task Settings I Wall System Setting

Al Initialize Save

B v wall 13

12.2.2 TV Wall View

Create Plan

Go to Home—> TV Wall Management-> TV Wall View->TV Wall Plan.

Click beside the TV wall name to create the TV wall plan name.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setting

B TV wall 1 (1)

52 1 Pan_1(1)

e
4

4 il ] Plan Name | 1 Plan_3

Plan No.

O Edit ID [ ok |

& Configure Plan

Double click the plan name to show the plan.
Drag the monitoring points to the corresponding window respectively to decode image.
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B (3 defaull area (Online/Total number:...
21 1 (Online/Total number:0/0)
W Device Name [P Camera0l
B Device Name [P Cameral2
W Device Name_1PO1
B Device Mame IPC

B [P Camera(2
W [P Cameral7
B [P Camera
B IPC

W P

WM M7-251PE-4{IR)

Auto-Switch Group
- TN TS T ST

| €€ “ooleo 0200 o400 0500 D80 10:05 1300 1400 15:00 1830 2000 2300 oa0 ()

€ Toolbar Menu

ENRS|ERIRANESNES] coaviepre ] ridep ] save ] saveas ] Renumber |

1. Screen mode : 1\4\9\16\25\36 screen mode is optional.
2. Open Window : Click [Enable PIP] and then drag on a window to open a small window on it. Click [Disable PIP] to stop opening
window. The small window can be dragged to anywhere on the big window.

Click [Hide ID] to hide the window number; click [Display ID] to display the window number.

Click [Save] to save the current plan.

3

4

5. Click [Save as] to save it as another plan.

6.  Auto Renumber: Click it to renumber the window of the plan from left to right and top to bottom.
7

Select a window assigned monitoring point and then press the right mouse and drag to another window to copy monitoring point to

8.  Double click a window to play the video.

€ Right-click Menu
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IPIEIEOS_IPEIEDS

Screen Mode
Zoom Qut

Set as Alarm Window
Set as Playback Window
PTZ Control

Stop Decoding

View Decoder Output Info. :
Clear TV Wall

2. Zoom in\out : if the current screen mode is multi-screen display mode, click “Zoom In” to zoom in the current image. Click “Zoom
Out” menu again to restore to the previous status.

1. Screen mode:1\4\9\16\25\36 screen mode is optional.

3. Save as Alarm Window: click it to save the current window as an alarm window. The alarm linkage image will be displayed in this
window. Go to Home—> Alarm Center->Alarm Linkage (or Home—>Alarm System->Alarm Linkage) interface. Select TV wall linkage
item to set alarm linkage.

TV WallLinkage Setting

View % Spapshot v Alarm Output v Voice Broa... TV Wall

Selectable Channel Selected Channel TV We
4 [J default area (E 4 [ default area
[ E3-741111 [J 243CH Create T\
O 1P Camera
[ qiujigs
Alarm Center
LY o -
"r' Alarm Log Search |Alarm Linkage Settlngsl

- Schedule Setting | Manual Alarm Out
SOP Setting | Alarm Task Settings

Email Settings Q| select All Reverse Clear All

4.  Set as Playback Window : when decoding images, click this menu to play the records of the current channel (the record source is the
current record source).

5. PTZ Control: click this menu to prompt a PTZ control panel of the current decoding window. Direction control, zooming and
focusing, Iris control, speed, preset, track and cruise calling can be operated through this control panel.

6.  Stop Decoding: click it to stop decoding the current image.

7. View Decoder: view the information of the decoder.

8.  Clear TV Wall: click it to clear the decoding configuration of the current output.

€ Screen Merging or Splitting

Drag the mouse to select multi-window and then click [Merge] to merge these windows.
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*1Plan: @

RIBERBIEIE raberr Hide 1D

Enable PIP Hide 1D [

¢  Auto-Switch Group
Create Auto-Switch Group

=

@  Click Auto-Switch Group under the screen and then click I 1o create auto-switch group.
naEaEsE o -

o D pEEEEE o

LW

@  Select “Auto-Switch Window™ to select the window group.
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Create Auto-Switch Group X

Auto-Switch Name ‘New_Group_DweII | Dwell Interval(s}‘ 10 v |

= Auto-Switch Window | ® Monitoring Point |

®  Click “Monitoring Point” to select the auto-switch channel group.

Create Auto-Switch Group

Auto-Switch Name|NewﬁGroup7Dwell | Dwell Interval(s)| 10 v |

= Auto-Switch Window ‘ = Monitoring Paoint |

Channel Management

Monitoring Point A || 10.100.10.214_80_CAN|

Q

~

B- () default area (Online/Total number:11/13)
- (3 172.16.48.194 6036 (Online/Total nu... ,u/
W 043
- WM 28138
- @4771
B Device Name_IP Camera01
- B [P Cameral2
- WM [P Camera
B name43
B qiujigs
- M r_Cameral £ G >

® r_Camera2 Select All -
= r_Camera3 -
- -

@ Enter auto-switch name and dwell time.

2. Execute auto-switch

Click [! to execute auto-switch. The specified channel images will be played in the specified windows in sequence.

CIickD to stop playing the current auto-switch.

3. Modify or delete auto-switch

Right click the auto-switch name and then select Modify or Delete to modify or delete the auto-switch.
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New Group Dwell

Note: If there are overlapped auto-switch window in a plan, the auto-switch groups will not be executed at the same time.

¢  Auto-switch plan
1. Create auto-switch plan

Click L behind the TV wall plan name to set the auto-switch. Click “Join in” to select the plan. Then set dwell time and click [OK].

Channel Group

Decoder Input
TV Wall Plan

& [ TVWall 1(1)

1_Pan_3(3) | 3

2 1_Plan 101) &R
B 1 Pln 2 [FAf
& TV Wall 2(2) +r w
TV Wall 3 (3} + ¢+ &

1_Pan_3 (3)

1 Plan_1{1)

1_Plan_2 (2)

From 2019-10.08 000000 =] [Pwell [“tcr‘""'ml 10~ |

B Jeinin
O Jeinin

Cancel

2.Start/stop auto-switch

+> 8

d| & TV225 (2

#Ev2s .. [#]

Start Auto-Switch

Click ® behind the TV wall name to start auto-switch plan. Click the Stop button to stop the auto-switch.

3. Modify auto-switch plan

Click L again to modify the auto-switch plan.

Note: If the current auto-switch plan needs to modify, please stop it first.

12.2.3 Decoder Input

Go to Home->TV Wall Management->Decoding on TV Wall->Decoder Input. Drag an input to a window to execute decoding.
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TV Wall Setting TV Wall View Task Setting TV Wall System Setting

Maritor .

Channel G v

Decoder ~

4 (O Decoderl

Decoderl: Inputd

12.2.4 Playback
Playback on TV Wall

Click “Preview” on the left panel. Then this button becomes “Record”. Click at the bottom of the left panel to extend the filtering

condition. Click EI/ EI to get records from device or storage server, check the alarm events and then drag the cameras (or channels)

to a window to search and play the records.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Setling

= G default area (...
(2 1 (Online/T...

1P Camevall

W Device Na...
B Device Na...
B Device Na...
W [P Camera0l
W P Camera02
W [P Camera07
B [P Camera
W IPC

B IPC

W MZ7-251PE-...

Device Name P Camerall

Enable FIP Hide 1D Sav Save as Renumber Pause Stop Mexl Frame Previous 305 Nexl 30s

Of course, the specified time and event types can be set to search the specified records.

€ Playing control

Pause Stop Next Frame Previous 30s MNext 30s

During playback, the record can be controlled by the above buttons.
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€ Right-click menu

Screen Mode
Zoom Out

Set as Alarm Windaow

Set as Preview Window  * Recent Channel
Stop Decoding Historical Channe
View Decoder Oulput Info.

Clear TV Wall

Screen mode:1\4\9\16\25\36 screen mode is optional

Zoom in

Save as an alarm window

Save as preview window: : the current channel or the historical channel is optional.
Playback stream type: main stream or sub stream is selectable.

Stop decoding

View decoder information

Clear TV wall

© N o gk~ Db PR

The following picture is an example of TV Wall.

12.2.5 Task Setting of TV Wall

Go to Home->TV Wall Management->Task Setting. Click + behind the TV wall name.

Select plan name, enter task name, set run time and enable plan task.
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TW224 (1)

T35 () Plan Name | Create Plan_1

Create TV Wall3 (3) O

Task Name New Plan Task
[ Run Plan Task Run Time 00:00:00
@ Everyday Every Week

Sun. Mon. Tue. Wed.
Thu Fri. Sat.

OK J Cancel

Click to start the task. Click the Stop button to stop this task.

New Plan Task

TW224 (1) Create Plan_1
TV225 (2) Start Time: 00:00:00
@ + Auto Run

¥ Sun. v Mon. v Tue. v Wed.
¥ Thu. v Fri. v Sat.

14 T

Modify or delete task

Double click the TV wall name and then the tasks will be displayed on the right window.

Mew Plan Task
Create Plan_1
Start Time: 00:00:00

« Auto Run

+ 5un. + Mhon. + Tue.
« Thu. « Fri. « Sat,

(#, Tl

(7
Click or m to modify or delete the task.

12.2.6 TV Wall System Configuration

Go to Home->TV Wall Management->TV Wall System Setting interface as shown below. In this interface, the channel number can be set

up.
»  Channel Number Settings

Channel number configuration: set the channel number and make the channel convenient to be controlled by the network keyboard
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controller. Users can export these channel number in this interface.

TV Wall Setting TV Wall View TV Wall Task Settings TV Wall System Selting

| Channel Number Setting | Decoder Bind Configuration TV Wall Backup

Monitoring Point e Name i 2 Conflicts Between Channels' Number

Search 1 2
B () default area (Onfine/Total n... :'1 )
| 1P Camera01

4 default area--=IP Camera07 17

5 | default area- 1P Camera | 19

6 default area--=IP Camera02 5

7 | default area—-=1PC [ 3

8 [ default area--=1PC 4

S P el oo | I

10 default area--=Device Name_IP Camera02 2

11 default area--=Device Name P01 3

12 [ default area—=Device i\lame_{i‘(j i 9

13 default area--=MZ-25IPE-4(IR) 6

Minimum Conflict-Free Channel Number: 10

» TV Wall Backup

When importing the former system configuration files to the new version, the TV wall configuration file will not be imported together. So
you need to import the TV wall configuration file separately.
Click [Backup TV Wall] in the last version to back up the TV wall configuration files. Then click [Restore TV wall] in the new version to

restore it.

Channel Number Setting Decoder Bind Configuration TV Wall Backup

Backup TV wall Restore TV wall

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The
authentication server will restart automatically after restoration.
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13 Target Counting

13.1 Task Management

1.  Enable “Target Counting” function of the IPC.
Note: the added camera must enable target counting function. If the IPC doesn’t support “Target Counting” function, it must support face
detection function and the “Face Capture by IPC”, schedule and the entrance and exit type are set in advance.

IPC with Target Counting function

Add, Edit or Delete Device Device Setting Area Setting Channel Group Setting

Encoding Device B A | N Intrusion Exception Detection Privacy Mask Setting ROI Setting Target Counting |  Preset Setting

21/01723.015: 04

B (31 default area
A1
 Device Name
- (2 IP Camera
5 IP Camera
&- # IP Camera0l
B # IP Camera02
-
=~ B IPC
& IPC

B OB E

“ on

Alert Line Direction
[ save Panoramic Picture [0 Save Target Cutout
[ Motor Vehicle  Sensitivity Detection ® 50
& Human Sensitivity Detection . 50

Non-moter Vehicle  Sensitivity Detection @ 50

IPC without Target Counting function

B Device Mame [P Camera..
B Device Mame_IP Camera...
B Device Mame_[PO1
B Device Name_[PC

IP Camera0l

W 1P Camerad? |

Manitoring PD‘I'I'.' ) | m m Please clear the data if you change the settings, otherwise th
- | EN rs B, T o _ s T
& [ @ default area (Online/Total n. | nmm._h&m mmmegm&meiwc Applicable scenario Wmﬂ&m&g&m
g | = | v iibl i
1 {Onli tal ber:...
48 T (olire/fobol e I'IP Cameradl Face Caplure by IPC T4 | Face Surveillance, Face Greeting,Face Attenda...
|

Note: The IPC without target counting function must support face detection, or the target cannot be counted.

2. Go to Home->Target Counting interface. Clicking on # enters the following interface. Double click the camera with the target

counting function and then select the schedule. After that, click [Apply] to save the settings.
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Real-time Statistics Heal Map Historical Statistics Flow Control Historical Picture Guery

-~

1 IP Camerall

e f.] default area (Online/Total . |
2 1 {Online/Total mimber:...
B Device Name [P Camara...

W Device Name [P Camera...
B Device Name_[PO1

B Dovice Name _IPC

B [P Cameraf2 |
B P Camera0?

B [P Camera

. PC

B [PC

AT - 25IPE-A(IR)

Voice alarm alert | please wait

13.2 Real-time Statistics

Go to Home-> Target Counting—>Real-time Statistics. Double click the camera with the target counting function to view the live image.
The camera will automatically count the number of people/motor vehicle/non-motor vehicle crossing the predefined line and the system

will automatically analyze the traffic flow trends.

Before view the statistics, please go to Home->Resource Management->Device Setting—> Target Counting interface to set the alert line,

entrance/exit, detection target, etc.

ON

Task Management Bl | Ao

Mo, P Channel Name ‘One-keyreset  Enabled v Event Type v

Fntranry

<

fresh infed|

Historical Statistics Flow Control

Real-time Statistics

Heat Map Histarical Picture Query

] |

| & O @ default area (Online/Tot...
O &2 1 (Online/Total numb..,
2 w8 1P Camera01
R B IP Camera0?
2 W IP Cameran?
bl B 1P Camera

¥ MZ-251PE-4(IR) [

a| Traffic Flow Statistics

Date: 2021-02-04
Statistical type: Human

Monitoring Point 1P Camera0l; IP Camera0Z; IF Camera07; [P Camera; M

1030

Total NOLIN)/Human

-14.02%

Compared to yesterday

Statistics of Total Traffic Flow -~

B96 -

464

Human
m
&
e

Compared to yesterday

% || Human W

Auto refresh inte:)

Please select the type as needed to view the flow trend. Click |9‘ to refresh the current statistics.

Set the auto refresh interval: The system will automatically refresh the statistics at regular intervals.
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Date: 2020-08-06
Statistical type: Human
Monitoring Point gx: pt:

46138 - 58537 - -12399

Tolal NOIN) Human Compared 1o yesterday Tolal Exiting/Human Compared Lo yesterday Irvsicke

Statistics of Total Traffic Flow - & || b

Human

30000

10000

CPL‘DO(PZOU 0300 0400 0500 0600 0700 OB00 0900 1000 1100 1200 1300 1400 1500 1600 1700 Cument 1900 2000 2100 2300 300 2450 e

In the above interface, you can view the statistics of people/vehicles entering or exiting. Scroll down to view the traffic flow statistics via
pie charts and tables.

Target counting Table(Human)

1P Camera02
Out 2 1 12 27
—iEnter 0 0 0 0 0 0 0
TP ot IP Camera02
Out 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0
IP Camera
Qut 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0

MZ-25IPE-4(IR)

Total

Average

Proportion of people/vehicle flow(Human)

IP Camera0l 1018 98.36% 0

IP Camera02 17 1.64% 220

IP Camera07 o 0.00% 0
1P Camera 0o 0.0N% n
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IP Camera02

Target counting Table(Human)

MZ-25IPE-4(IR)

Total

Average

Out 2 1 12 27
—iEnter 0 0 0 0 0 0 0
TP et IP Camera02
Out 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0
IP Camera
Out 0 0 0 0 0 0 0
Enter 0 0 0 0 0 0 0

Proportion of people/vehicle flow(Human)

IP Camera0l 1018 98.36% 0

IP Camera02 17 1.64% 220

IP Camera07 0 0.00% 0
1P Camera 0 0.00% n

13.3 Heat Map

Go to Home->Target Counting—>Heat Map interface.

Please create a map first.

Map Management

Monite:ing Point

E-Map

Setting
Create Map

Map Name | 1

]

Parent Map |

v]

Map Type O Google Map

[ Fy/map - ENjpg

® Piclure Map

j 1

Map File

k

3

(Tnside)

y poi

Drag the camera with the target counting function to the specified area.

Put the cursor on the camera icon and then you will see the detailed flow statistics.
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0 el
Flow Summary Statistics Human v TotalNo(N) v Autorefieshinter 205 v | |G|
46175 58753
Total No.(IN) Total No.(OUT)
1 0
Max. Daily Number (Inside) Current Number (Inside)
AT .
< ‘ HH‘ T I i
- 2 iy Traffic ranking of each monitoring poi
s '31 :
R T = 1
] i =1h 1 pt 46160 O
i -“T o o 1% @
by :2.
O1rc & Smart IPC i o bt |
[0 Sensor i = il
E-Map Setting

The deeper the red color is, the more targets (human/vehicle) gather there.

13.4 Historical Statistics

Go to Home->Target Counting->Historical Statistics. In this interface, the statistic results in a long period of time can be searched which

can be shown in the table or curve chart. Additionally, the statistics of different targets can be viewed here.

Real -time Statistics Heat Map Historical Statistics Flow Control Historical Picture Query #
]m , a| Traffic Flow Statistics
B8 & () default area (Onling/Total number:1/1)
52 = 1PO3
Date : 2021-08-20
Statistic Type : Human
Report Type ; Daily Report
Monitoring Points : IPD3;
e ic flow ch verage traffic flow of e
K Total NO. (IN) Averag 1I.d” c flow of each Total NO. (OUT) Average traffic flow of each
channe| channel
Flow Statistics -
Statistic Type : | Human | %0
Report Type @ | Daily Report N |
Date : [73|| @ 2021-08-20 | 75
@ Filter Channel
[ sexn | evonecd N N >

13.5 Flow Control

Flow Control: Control the people/vehicles entering or exiting in a specified area to avoid overcrowding. When the people/vehicles stay in
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the specified area exceeds the threshold, the alarm will be triggered and no entry icon will display.

Click Home->Target Counting—>Flow Control to enter the following interface.

Click to add a task. Multiple tasks can be added as needed.

Real-time Statistics Heat Map Historical Statistics Flow Control Historical Picture Query
Task list Md task

Task name Task 01

Maximum threshald

T | Human b
Schedule | 7224 R
Selectable Device Selected Device
= e
4 [ default area (u 4 ] default area
1P Camera [ 1P Camera01
@ Camera(2
[11P Camera07
Available =
" [ MZ-251PE-4(IR)
0
Inside

170

Q| seect Al Reverse Cloar A S

Then the available number and inside number can be viewed as below.

Available

Inside

0

Click E to view the quantities of the people/vehicles entry and exiting.

| Py |
Click k=il to enter the flow control preview interface.

Flow Control

In the above interface, you can switch the camera and view the image. When the people/vehicles inside exceed the threshold, the icon will
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turn red.

Click on E exits the current page.

13.6 Search Historical Picture

Go to Home->Target Counting—> Search Historical Picture interface. The historical snapshots of each camera can be searched.

Note: Only the snapshots of the IPC with target counting function can be searched here.

The snapshots of the IPC without target counting function can be searched in the search interface (Home—>Face Surveillance—> Search).
Check the IPC with target counting function, set the start and end time, target and then click [Search].

Real-time Statistics Heat Map Historical Statistics. Flow Control Historical Picture Quary 0

Monitoring Point Search Result

it Q
e (W 5 default area (Online/Total num...
(3 m» 1Po1
0 m 1p02

2021-08-20 Ii‘[)ﬁ: ) 2021-08-20 17:06:31 2021-08-20 17:06:31
P03 BB P03 o8B 1P03 GR

s

i AT il TS .
2021-08-20 17:06:30 2021-08-20 17:06:30
P03 ®E P03 (C]= PO3 ®OE

Start Time: | 2021-08-20 00:00:00
End Time: ?Oﬁl-lﬁR-}‘q 23:59:59

2021-08-20 17:06:27 J021-08-20 17:06:26 e

A
2021-08-20 17:06:28

Target Type: | Motor Vehicle ~

“ Thel 1 fSPage W Per Page] 10 v [Entry 1-10 Total; 43

Click G to view the snapshot details as shown below.
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Target Picture Original Image

20 1T:0T=06

Channel Name: IP03

Target Type: Motor Vehicle

Capture Time: 2021-08-20 17:06:30

Playback @
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14 Visit Management

The visitors can be managed effectively by using this system.

14.1 Add Access Control Device

You can add the face recognition & access control device to manage visitors.

Click Home—>Resource Management->Add, Edit or Delete Device>Encoding Device to add face recognition & access control devices.
Note: Access control device includes face recognition and access control panel, face recognition IPC, Face recognition NVR, among
which face recognition IPC and face recognition NVR can view the access records of the visitors.

14.2 Apply for a Visit

There are two ways to apply for a visit.

1.  Goto the visitor list interface (Home->People Management-> Visitor List) to add the visitor.
Fill out the information of the visitor and then select the visitee as needed.

Person List VIP List Visitor List BlackList

Visitor List L Add Target

m Basic Certificate

Select visitor x
No.| 1

i
Q Name: |
Gender © Male ® Female & [ Default Group
24 Calling:
Phone No. 2 AY
Effective time | 2021-02-04 16:50:55 1= - | 2021-02-04 18:00:00 = _ Work 10:
ImMm
& Timeout reminder / Group:  Default Group
Visitee | | v | “
Access Point| Select |
Remarks

Select the access point.
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Add Target Add access control device x
Select access control device
No.|1 |
4 [ default area 4 (0 default area
Name| 4 _ _ )
- [ Device Name [J1P Camera0dl
Gender © Male ® Female
O 1P Camera02
Phone No. | 123455666
Orrc
Effective time | 2021-02-04 17:00:11 [~ [ 2021-02-04 18:00:0
O MZ-25IPE-4(IR)
Timeout reminder
Visiteel J /
I Access Pointl Select | -
J
Remarks
«
< 3 < >
Q| SelectAll Reverse Clear All

2. Add the visitor information by real-time face snapshot

a.  Add a visitor from the alarm pop-up window in the face surveillance interface

Real-time Monitoring | Image Search by Face  Search Configuration

Monitoring Point

Basic

Certificate

VIP List
e o, |

Visitor List Name |33—|
Gender ® Male O Female

Phone Mo, |

Effective time | 2021-02-04 17:07:48 [=1- | 2021-02-04 18:00:00 [

Mame | 31 | )
| O Timeout reminder
Birthday |
1D Type | 1D Card VisiteerSelect [ |
10 Hes: | Access Pnint| Select et |
Work ID
gLl Remarks

Blacktist ok Jcuncel

b.  Add a visitor from the snapshot in the face surveillance interface
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Real-time Monitoning Image Search by Face Search Configuration
~ | Pass-Dy(Today): 8453 Abnormal Temp: 5201 Mask Off: 0 Face Match{Today): 1498
aQ IF Caner Add to Group

o () default area (Online/Total n...
() 1 (Online/Total number....

Monitoring Point

Person List

B Device Name [P Camera... VIP Lict Natme: 1

B Device Name_IP Camera.., P
W Device Name_IPO1 Visitor List Gender: [ Male et
B Device Name_IPC | Province:
|

B [P Camera02 B Default Group Wark type:

¢ [P Camera07 IDType: | IDCard v |
B IP Camera

P 1D NO:

PG Remark:

W [PC207

W MZ-25IPE-4(IR)

VIF List

| Face Capture Visitor List

BlackList

The default is the device bound to the target distribution Group ]

BlackList; 3

Birthday: 2021-02-04
Country:

City:

Wark 10

Telephone:

¢. Add a visitor from the snapshot in the search snapshot interface (Home—>Face Surveillance-> Search->Search Snapshot)

Real-time Monitaing Image Search by Face Search Configuration

Search Snapshaot Search Comparison Result

(o} e

] | Add to Group
B2 ) 1 (Oniing/Total numb... 1
[ WM Device Name [P Cam... i | Person List L Basic
[ ® Device Name IP Cam... r \ —_
b B Device Name_IP01
[l B Device Name_IPC
i W [P Camerali
b B 1P Cameral2
[ W [P Cameran?

Certificate

VIP List
No.

VisitorList Mame |vice Name_IP Camera0l

Gender O Male ® Female

[ B [P Camera Phane Mo.

& m [pC 2

W iPC Effective time | 2021-02-04 17:12:10 |5~ | 2021-02-04 18:00:00
4w (pC207

[ Timeout reminder
ol B MAZ-25IPE-4(IR) 2

Access Point | Select b

Remarks

Intelligent Server |

Start Time | 2071-02-03 00:00:00 =

End Time | 2021-02-03 23:59:59 -2

14.3 Search and Export Visitor Record

Set the start and end time and then click [Search] to search the visitor record.

You can also enter the key words and click Q to search the visitor record.

Click [Export] to export the visitor record to an Excel file.
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People Management Sync Records Visitor Record Task

m Start time | 2021-02-04 000000 [=]  End time | 2021-02-04 23:5959 1=

2§ . Allow Access Wisiting Add success 1 4 Male 0

After the access control device is linked to the visitor, the access control device will report the matched information to the platform when

the visitor came. Please refer to the following picture.

People Management | Sync Records  Wisitor Record . Task

Person List VIP List Visitor List Blacklist

b [ ocete | nsa ] clear i rorges |
Defaull Group

Track List View

Telephone: Birthday. 02

1D Type:  Unknawn 1D NO: / 1 4 2021-02-04 17:23:23
Remark:

A
@ Group: Default Group © = ®

2 4 2071-02-04 17:23:23 IPC

14.4 Exception Handling

14.4.1 Extending Visit Time or Modify Access Point

There are two ways to handle the exception.

1.  Go to People Management-> Visit list interface as shown below.

People Management | Sync Records  Visitor Record  Task

Y
VP List

Person List

Misitor List - : 5 -
bl i o h m m Failur el ustom | Export Access time will expired at 2021-02-04 18:00:00
T .

Name: Mame 4

Telephone: Gender | Male

10 Type: 1D Card No.

Remark: Visitor® s Phone

@ Group: Default Group Respondents
Visitee' & Phone

Expired Time | 7021-02-(

Expired Time atter Extension | 2021-02-04 18:00:1¢ @ Timeout reminder | No extension W
Access Point | IPC ~
Remarks
T The[ L JIPage P F[ Per Page] >0 VvV [Entry I-L Totar T
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People Management | Sync Records  Visitor Record  Task
Persan List VIP List Visitor List Blacklist

Visitor List

Details

Default Group

at2021

Access time will expired

Visiting Add success

n Name | 4
Gender | Male '

1D Card Mo,
Visitor" s Phone

Respondents

Visitee' s Phone

Fxpired Time . 202
Expired Time after Extension - Timeoul reminder | No extension b4
Access Point -__JP_(_.__ v__
Remarks ¢ com— ¥

44 The 1 /1Page W B Por Pagel 50 ™ [Entry 1-1 Totak 1

2. Go to People Management->Visitor Record interface as shown below.

People Management Sync Iiemﬂ:bl Visitor Recard | Task
[Cineo 0 NPT

04 0000:00 | End time | 20210204 235959 |5 [ Seach
Access time will expired at 2021-02-04 18:00:00

Mame | 4
@ Male 20

i Allow Access
o Gender | Male

1D Card No.

Visitor' s Phone

Respondents | |

-\ Visitee” s Phone |
Expired Time | 2021-02-04 18:00:0
Expired Time after Extension | 202105 8@ Timeout reminder -No extension V.:
Access Point | [PC; V.

Remarks

For valid record, you can edit the visit time period and access point.
Please set the expired time or extend the visit time period as needed.

14.4.2 Not Visiting/Leaving Beyond the Given Time

When someone’s visiting is about to exceed the given time or the pre-registered visitor doesn’t come within the given time, a prompt

window will appear to remind the operator to extend the visit time or take other actions.
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Access time will expired at 2021-02-05 08:56:00

Name ‘ 4 |

Gender ‘ Male |

ID Card No. | |

Visitor' s Phone ‘ |

Respondents ‘ J |

Visitee’ s Phone { |

[~

Expired Time | 2021-02-05 08:56:00 [=

Expired Time after Exten5i0n| 2021-02-05 08:56:00 }%‘ Timeout reminder[ No extension b |
Access Point| IPC; v ]
Remarks
Ok

If this prompt window is not handled, the visitor will be marked as “Timeout”.
Clicking on the [Timeout] button appears the relevant records

Peopla Management  Sync Records  Visitor Record | Task

EEEEEN oot ome | 20210201 000600 15

End fime | 2021-02-04 23:59:59

{ [Search Q] m

Finish{Timeout)
o Allowr Access Timeout not ... Trivalic 1 4 Male n
Edil
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15 Account and Permission

15.1 Create Account

Go to Home—> Account and Permission.

J User Management | Permission Management

Create Security Questions / Answers Search Q|

O admin ON Super Administrator 00:00:00:00:00:00  OFF E/J I

There is a default super admin user (the username is admin; the password is 123456). The super admin user cannot be deleted.
If it is the first time for you to log in, please select the super admin user and then click “Create Security Questions/Answers” to set the
questions and answers. It is very important to reset the password if you forget your password.

Create Security Questions / Answers x

User Manag 1
Question: [ v ]
Answer: ‘ ‘
/ Question: [ v ]
i Answer: ‘ ‘
User Name Question: [ v ]
Answer: ‘ ‘

Password

Click [Add] to prompt an adding user window as shown below.

Add User X

Enable &

User Name* [ | ]

Old Password*

Password* | Enter Password |

Confirm Password* | Enter Password |

At least 8 digits in length, including three or more of numbers/lowercase letters/uppercase

Display Password [J

Permission Group*

v

sind Mac address (.

Remark | |

Enter user name and password. Then select permission group (it must be set in advance). Binding MAC address or remark can be filled in
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as needed. After that, click [OK] to save.

15.2 User Permission Settings

Go to Home->Account and Permission = User Permission Group Setting.

@ Click [Add] to create permission group.

User Management Permission Management

LJ Add Permission Group X

Permission Group Name ‘ ‘

System Permission Operation Permission Area Permission TV Wall Permission Target Permission

Select All Reverse Clear All

[ Resource Management [ Server Management [ Record Setting
[0 Alarm Management O E-Map [ TV Wall Management
[0 Local Configuration [ Target Counting (O Face Surveillance

[0 organization management

@ Enter permission group name.
®  Select system permission, operation permission, area permission and TV wall permission as needed.

16 Operation and Maintenance Management

16.1 Check and Export Log

Go to Home->Operation and Maintenance Management.
Click the “Check and Export Log” tab as shown below. All types of logs can be searhed and exported here.
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Check and Export Log Backup and Restore Configuration Real-time Status Status Log

All Types Alarm Log Operation Log Config Log Exception Log

Start Time| 2021-01-27 00:00:00 ~=9 End Time| 2021-01-27 23:59:59 [

No. Main Type Record Time Node Name Sub Type A4 User Name User Address i
1 Alarm Log 2021-01-27 16:44:24 IP Camera02 Monitoring Point-... None None
2 Alarm Log 2021-01-27 16:44:22 IP Camera0l Monitoring Point-... None None
3 Alarm Log 2021-01-27 16:44:22 Device Name IP Camera0l Monitoring Point-... None None
4 Alarm Log 2021-01-27 16:44:05 IP Camera Monitoring Point-... None None
5 Alarm Log 2021-01-27 16:44:03 IP Camera01 Monitoring Point-... None Naone
6 Alarm Log 2021-01-27 16:44:03 Device Name IP Camera0l Monitoring Point-... None None
7 Alarm Log 2021-01-27 16:44:00 IP Camera02 Monitoring Point-... None None
< —— > -

The[1 /233Page WP B| Per Page[ 50 v |Entry 1-50 Total: 11636

Select the log type, set the start time and the end time and then click [Search] to search logs. After the logs are searched, click [Export] to

export these logs.

16.2 Backup and Restore Configuration

Go to Home->Operation and Maintenance Management. Click “Backup and Restore Configuration” to go to the following interface.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

Backup System Configuration Restore System Configuration

Caution: It will take several minutes to restore system configuration. Do not shut down the computer during restoring. The
authentication server will restart automatically after restoration.

You can import the former system configuration files to the new version. Click [Backup System Configuration] in the last version to

backup the system configuration files. Then click [Restore System Configuration] in the new version to restore the system configuration.

16.3 Viewing Online Status

Go to Home->Operation and Maintenance Management->Online Status interface.
You can view the online status of encoding device, decoders and storage servers and the record status of the storage server and encoding

devices.
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16.4 Viewing Status Log

Go to Home->Operation and Maintenance Management-> Status Log interface.

Check and Export Log Backup and Restore Configuration Real-time Status Status Log

Start Time| 2021-01-27 00:00:00 (= End Time| 2021-01-27 23:59:59 [=]

Decoder online 2021-01-27 12:...

Monitor offline 2021-01-27 11:... Device Name_l...

Monitor online 2021-01-27 03:... IP Camera0l

9 Monitor online 2021-01-27 03:... Device Name_I...

v

H « TheIZPage » N Per Page Entry 1-50 Total: 77

In this interface, record status, online or offline status of servers and monitor client can be viewed.
Set the start time and the end time and then click [Search] to search status logs.
The searched logs can be exported by clicking [Export].
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17 Local Configuration

17.1 Record and Snapshot Settings

Go to Home—>Local Configuration.

Record and Snapshot Setting

Playback source | from storage server v |

Save Recording Files To | D/
Save Backup Files To D/

Backup File Format ‘ AVI v |
Save Snapshots To D:/Capture
Snapshot Number ‘ 9 v |

Max File Size for Manual Recording and Record Backup ® 512MB O 1GB O 2GB

Apply

In this interface, playback source, the storage path of recording files, backup files and snapshots, backup file format, snapshot number and

max file size for manual recording and record backup can be set up here.

17.2 Local Settings

Go to Home->Local Configuration->Local Setting.

Local Settings

[0 Auto Startup . [0 Auto Login - [ Show tips when the node is offline [ Trigger audio when the node is offline. B Full name display for DVR/NVR's channels [T Resource tree automatically expands

[0 Substream display of new view B Show alarm state for the monitaring point

Decoding Mode ® Soft Decoding O Hardware Decoding
Resource Tree Sorfing Rules @® Sort by Name O Sort by Time
Video Configuration Rules ® Specification First O Clarity First

Verify the password before exiting the program 2 Yes ® No

Select Language | English{United States) b

Time Display Format | yyyy-MM-dd hh:mmess e
select Alarm Sound File

Select Node Dropped Sound File

Select Sensor Alarm Sound File

Auto Startup: if enabled, the system will automatically start when the computer starts.
Auto Login: if enabled the system will automatically log in when running this software next time.

Auto Startup: if enabled, the system will automatically start when the computer starts.
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Show tips when the node is offline: if enabled, the system will pop up tips when there is node offline.

Trigger audio when the node is offline: if enabled, the system will trigger audio when there is node offline.

Full name display for DVR/NVR’s channels: if enabled, the DVR/NVR’s channel name listed in the resource tree will show the
DVR/NVR name and the channel name. If disabled, only the channel name is shown.

Substream display of new view: if enabled, the new view will be displayed at substream.

Decoding Mode: Soft decoding or hardware decoding is optional. When the graphics card doesn’t support hardware decoding, please
select “Soft Decoding” and the video decoding will be taken over by CPU.

Verify the password before exiting the program: if enabled, you shall enter the password before exiting the program.

In this interface, you can also select the resource tree sorting rules, video configuration rules, language, time display format and upload

various alarm audio files.

17.3 Overload Settings

This system supports CPU and memory overload protection. When the system overloads, the monitor client will restrict the new video
preview and playback operation and the overload tip will prompt. Go to Home->Local Configuration>Overload Setting. Select the

overload upper limit and then click [Apply] to save the settings.

Resource Overload Related Attributes

Overload Upper Limit CPU:85% v Memory:80% Vv

Apply

17.4 Alarm View Settings

Go to Home->Local Configuration>Alarm View Setting.

Alarm View Setting

In this interface, users can enable “Automatic Pop-up Alarm Page” or “Full Screen Display when Popping up”, set “automatically

/manually close alarm page” and select the number of screens (1/4/6/19 optional).

17.5 OSD Position Configuration

Click Home->Local Configuration->OSD Position Config to go to the following interface.
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OSD Position Config

Drag slider

Apply

Drag the slider to the position you want to show the OSD and then click “Apply” to save the settings.

17.6 System Configuration

Click Home->Local Configuration->System Config to go to the following interface.

System Settings

O Alarm preview using third stream [0 Do not display the alarm without schedule

([0 same alarm reporting interval: Hour

Synchronize Platform Time Device Time correction Synchronize Time Zone (Automatic synchronization of platform time to equipment every 2

System Name

Service fault determination time: | 1 v | Mins

Log Retention Time: | 365 Day

Apply

In this interface, you can enable “Alarm preview using third stream” or “Do not display the alarm without schedule”.

Enable and set the same alarm reporting interval and its linked alarm type.

Choose “Synchronize devices” and “Synchronize Time Zone” and then click [Synchronize Platform Time] to synchronize the device times
with the time of the platform.

Service fault determination time: set the failure duration time. When the server failure exceeds this period of time, it will be determined as

“Offline”. The spare server will take over.
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17.7 Audio Uploading

Go to Home->Local Configuration->Audio Uploading.
Click [Add] to bring the following box.

| search Ql

Audio Uploading

j oowse | rest ]

Audio Name | |
Audio sampling rate: 16000Hz, 16bit; monophonic; file size: less than 10M; file format:  “wav" .

Click [Browse] to choose the audio file and then enter the audio name. Click [OK] to save this audio. After the audio is uploaded
successfully, you can listen to it.
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18 Troubleshooting

1.  How to modify the password by yourself?

Login monitor client and then go to the Account and Permission interface. Select the account and click 41 to modify the password.

Add User X

Enable &

User Name* H l

Old Password*

Password* | Enter Password |

Confirm Password* | Enter Password |

At least 8 digits in length, including three or more of numbers/lowercase lettersfuppercase

Display Password [

Permission Group* ~ l

gind MAC address (I

Remark | |

2. Unable to work normally after starting server.

1)  Please check whether the port is ocuppied and view the run status of the service as shown below

%8 Windows Task Manager @ﬂg

File Options View Help

| Applications I Processed | Services | performance I MNetwarking I Users |

-
Mame FID Description | Status | Group *

AudicEndpeointBu... 1100  Windows A...  Running LocalSy:
ServerTrayMgrapp 5056 ServerTray... Running MA
AlarmServerApp 2852  AlarmServ...  Running MA
TVWallServerApp 3456  TVWalServ... Running MA
StorageServerApp 2860  StorageSer...  Running MA

i MediaTransferSe... 1096  MediaTran... | Running | N/A  —
ConfigServerdpp 4316 ConﬁgServ...l_W A d
AuthenticationSe... 4592  Authentica...  Running MA

wpsdoudsvr WPS Office... Stopped MA
FhuDongFangYu 476 Running MA
Wsearch 4540  Windows 5...  Running MA
WMPNetworkSve 4588  Windows M...  Running MA
WmiADSry WMI Perfo...  Stopped MA
whengine Block Level...  Stopped A =
4| T | 3
Processes: 60 CPU Usage: 0% Physical Memory: 59%
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3. The device information cannot be seen or the device is offline after the user logins to the monitor client.

1) Please check whether this user account is an administrator account. If this account is an operator account, please check whether it has
the authority to view the device information.

2)  Please check whether the media transfer server of the device has been started.

4. The alarm information cannot be received after the user logins to the monitor client.

l) Please check whether the schedule of sensor alarm, motion detection alarm and so on are set in the NVMS system.

2)  As for remote login device in the monitor client, please check whether alarms and alarm schedules of the remote login device have
enabled.

5. The record cannot playback after the user logins to the monitor client.
1) Please check whether the storage server is online. If it is online, please check whether this account logged on has playback
permission.

2)  Please check whether the record source selected has record data. If you want to get record data from a storage server, please check
whether to set the record schedule of the storage server or not.

3)  Check whether there are record data in the playback channel and whether the record source and the start time and the end time of the
playaback is set up correctly.

4)  Please check the record schedules of the storage server are set correctly.

6. The configuration of devices cannot be modified remotely after the user logins to the monitor client.
1)  When the device configuration is required by the monitor client and prompt “Someone is configuring. Please try later”, please open
the IE browser to login to the device remotely and then go to “Online user” interface to see if there are any other users logging in.

2)  Please go to the live to see whether the device is being set up.

3)  Ifthe problem still exists, please contact your device manufacturer.

7. The preview image on the client cannot display fluently.
1)  Please check whether the CPU occupancy rate of the client platform is 100% or there still has usable memory. This situation will not
emerge when the CPU occupancy rate is less than 75% and there still has usable memory.

2)  Please check whether the network environment is supported, including whether the uplink bandwidth of the device and stream match
and whether the downlink bandwidth of the media transfer server and the streams of all channels of devices match.

3)  Please check whether the media transfer server is overload operation.

8. After starting the authentication server and media transfer server, the storage server still cannot save.

1)  Please check whether channels of devices are added to the storage server.

Notes

1. Please use super administrator or standard user (permission control is set to “Never Notify”) to log in operation system, install and use
servers and client software.
2. The resolution of the surveillance client’s monitor shall be more than 1280*960.

3. If you want to delete the files of a server, please stop the server first.
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